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Introduction  
 
Congratulations!  You just purchased one of the finest IP network cameras 
currently available. All models have MicroSD memory card support, and for 
the 2015/2016 model year all our cameras have full high-definition resolution. 

 

 

 

Here is a screenshot 
showing the video 
quality and vibrant 
colors of one of the 
most affordable Sharx 
Security indoor cameras. 

  

 

Using a PC, Mac, or iPhone/iPad you can view high quality live streaming video 
with audio direct from the camera. Besides standard security & surveillance 
applications, the camera is also excellent for use as baby monitor, nanny cam, 
pet cam, weather cam, remote observation, elder and patient care as well as 
limited video conferencing or event broadcasting.  Since all cameras now come 
with a MicroSD card preinstalled, starting video recording is as easy as 
checking a checkbox in the task management menu. 

 

 

The camera also supports mobile viewing of live video or snapshots using the 
latest version of Android. Other viewing devices may be added in the future. 
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Many common usage scenarios are handled diǊŜŎǘƭȅ ōȅ ǘƘŜ ŎŀƳŜǊŀΩǎ ōǳƛƭǘ ƛƴ 
web server without the need for any software installations, downloads, 
accounts or monthly fees beyond your standard internet service.  

Setup of the camera is mostly automatic if you have a current, industry 
standard ǊƻǳǘŜǊ ǿƛǘƘ ǘƘŜ ά¦ƴƛǾŜǊǎŀƭ tƭǳƎ ŀƴŘ tƭŀȅέ ŦŜŀǘǳǊŜ ό¦tƴt). Examples 
are NetGear R6100 or Asus RT-N56U. Older routers and some models provided 
by internet service providers may require a few manual setup steps to enable 
remote viewing. Recent versions of Apple Airport routers are fully supported 
by Sharx Security with our detailed, step by step setup instructions. 

After you are familiar with the basic functionality of the camera you can enjoy 
many additional advanced features. For instance, you can enable the 
automatic sending of motion detection email alerts or automatic uploading of 
pictures to DropBox or other online servers using File Transfer Protocol (FTP). 

An exciting new feature is the ability to turn the camera into a DVR (Digital 
Video Recorder) by recording video or pictures to the MicroSD memory card.  

You can even turn the camera into a standalone NVR (Network Video 
Recorder) by enabling functionality to save video files to a network server.  

This could be a commercial FTP server on the internet or your own standalone 
NAS (Network Attached Storage) hard drive. These features do not require a 
computer. Some customers prefer to use a computer for recording video, 
especially for recording multiple cameras, and that is supported with optional 
software such as the $59.95 BlueIris for PCs or the $30 EvoCam for Macs.  

In our experience, we find that our customers get comfortable with advanced 
features quickly and then start using the camera on a daily basis to keep in 
touch with their home or loved ones.  

This requires a reliable network connection. If you have an older router that is 
not up to the task, we highly recommend upgrading to one of the current 
models before you proceed with the camera setup. 

It is important to note that you do not need an expensive router. Even current 
$40 - $80 units from NetGear, LinkSys, Dlink or Asus are perfectly fine. In fact, 
the most expensive routers that have too many nonstandard enhancements 
can often be less desirable than the reliable mainstream 802.11 b/g/n models.  

With an up to date ǊƻǳǘŜǊ ȅƻǳΩƭƭ ŜƴƧƻȅ ŦŀǎǘŜǊ ƻǾŜǊŀƭƭ ǇŜǊŦƻǊƳŀƴŎŜΣ ōŜǘǘŜǊ 
wireless transmission range, and improved network security.  If you have the 
NVG589 router used by ATT/uVerse, please refer to the back cover page. 
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Super fast setup (for experts  only)  
 
If you are very familiar with IP cameras and would like to proceed as quickly as 
possible to see live and recorded video with wireless and remote operation: 

1) Connect the included power supply to power and to the camera, and 
connect the included network cable to your router and the camera.  

2) CƛƴŘ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ƛƴ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ŀǘǘŀŎƘŜŘ ŘŜǾƛŎŜ ƭƛǎǘ 
(DHCP list) and then ǊŜǎŜǊǾŜ ǘƘŜ Lt ŀŘŘǊŜǎǎ ǎƻ ǘƘŀǘ ƛǘ ŘƻŜǎƴΩǘ ŎƘŀƴƎŜ, 
unless you have an Apple Airport, in which case you would use Airport 
Utility to reserve an IP address such as 10.0.1.2 baseŘ ƻƴ ǘƘŜ ŎŀƳŜǊŀΩǎ 
MAC address (printed on the tag on the cable or sticker on the back) 

3) ¢ȅǇŜ ƘǘǘǇΥκκ ŀƴŘ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ƛƴǘƻ ŀ ōǊƻǿǎŜǊΣ click on 
ά9ƴǘŜǊέ ŀƴŘ log in with username: admin, password: admin, and if you 
are using Internet Explorer on a PC, allow both ActiveX installations 

Č At this point you should already see nice video from the camera! 

4) Go to the task management menu, place a checkmark on task #9  and 
ά!ǇǇƭȅέ to start motion detection recording, then briefly walk or wave 
your hand in front of the camera, then wait 2 minutes for recording of 
the first file to completŜΣ ŀƴŘ ǘƘŜƴ ŎƘŜŎƪ ǘƘŜ άōǊƻǿǎŜ ǎǘƻǊŀƎŜέ ƳŜƴǳ  

Č At this point you should have your first recorded video! 

5) For wireless cameras only: please attach the antenna. Then go to the 
ŎŀƳŜǊŀΩǎ ǿƛǊŜƭŜǎǎ ǎŜǘǳǇ ƳŜƴǳΣ άǎŜŀǊŎƘέ ǘƻ ŦƛƴŘ ȅƻǳǊ ƴŜǘǿƻǊƪ ŀƴŘ 
άŀǇǇƭȅέΣ  type and re-type ȅƻǳǊ ǇŀǎǎǿƻǊŘ ŀƴŘ άŀǇǇƭȅέ again to save it, 
ǘƘŜƴ άǘŜǎǘέ ǘƻ ŎƻƴŦƛǊƳ ǘƘŀǘ ȅƻǳ ƘŀǾŜ ƴƻ ǘȅǇƻΣ ŀƴŘ ŘƛǎŎƻƴƴŜŎǘ ǘƘŜ ŎŀōƭŜ 

Č At this point your camera should work wireless! 

6) Assuming you have a plain cable modem and a standard router with 
¦tƴtΣ ŎƭƛŎƪ ƻƴ ά{ȅǎǘŜƳέ ŀǘ ǘƘŜ ǘƻǇ ƻŦ ǘƘŜ ǎŜǘǘƛƴƎǎ ǎŎǊŜŜƴ ŀƴŘ ǎŎǊƻƭƭ 
down to see ǘƘŜ ƛƴǘŜǊƴŜǘ ¦w[Φ LŦ ƛǘ ǎŀȅǎ άƴƻ ¦tƴt ƎŀǘŜǿŀȅέΣ ŜƴŀōƭŜ 
ά5a½έ ƻǊ άŘŜŦŀǳƭǘ ǎŜǊǾŜǊέ ƛƴ ȅƻǳǊ ǊƻǳǘŜǊ ŦƻǊ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎΣ 
then get the internet URL from www.checkip.org . If your modem has 
a router also enable DMZ in the ƳƻŘŜƳ ŦƻǊ ȅƻǳǊ ƻǘƘŜǊ ǊƻǳǘŜǊΩǎ LtΦ 

Č At this point you should be able to access the camera remotely! 

For details and additional features, please refer to the following pages.

http://www.checkip.org/
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Pre-requisites and Setup Overview  

This manual applies to indoor models SCNC2900 / SCNC2900P and outdoor 
model SCNC3905. Besides the camera and power, you only need: 

¶ PC or Mac with internet browser. This is only required for initial setup 
only. Later the camera can work by itself without any computer 
present at the camera location.  
 

¶ A wired or wireless router with an available Cat5 wired network jack. 
For wireless cameras, ȅƻǳǊ ǊƻǳǘŜǊΩǎ wired network connection is only 
needed for initial setup. If no Cat5 jack is available, see Appendix A 
 

¶ For standalone recording without a computer, the required class 10 
MicroSDHC memory card is already preinstalled in all Sharx Security 
cameras. Any user supplied cards must be formatted in a specific way  
before first use in the camera, see page 41 and 55 for details 

You can start using the camera on your own network immediately after 
powering the camera up and connecting the Cat5 cable to your router. You 
just need to look up the IP address that your router assigned to the camera 
and type it into a browser and log in with username: admin password: admin 

However, depending on the capabilities of your router and the functions you 
intend to use, there are additional setup steps that are typically needed: 

¶ IP address reservation: required on most routers to prevent the 
ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ŦǊƻƳ ŎƘŀnging whenever the router is restarted 

¶ Wifi setup : required if you intend to use the camera wireless 

¶ Remote access setup: required for access over the internet if you do 
not have a router that has already done this automatically with UPnP 

¶ No-IP hostname setup: highly recommended if you have DSL internet 

¶ Email or DropBox setup: required if you want motion detection alerts 

¶ Stream setup: recommended if you have multiple cameras, intend to 
record to MicroSD or NAS, or intend to use multiple camera functions 

¶ Optional: enable additional functions such as recording with or 
without motion detection, emails, uploads, or NAS drive storage 
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Initial Connection  

All cameras come with a Cat5 network cable that can be used to connect the 
camera to one of the LAN jacks of your router. For all wireless models you 
should also connect the antenna now, making sure it is finger tight. 

IMPORTANT:  Make sure the Cat5 network cable is plugged into your router, 
not the computer, even if your computer has a network jack.  

On the outdoor model SCNC3905 the thick cable 
from the camera should already be connected 
to the T shaped connection box. For testing and 
setup it is not required to tighten the lock ring. 
(The lock ring is silver on white SCNC3905, and 
black on the new gray SCNC3905 model).  

The power cable also connects to the box as 
shown. A small green light indicates if the box 
has power. Then you connect the Cat5 cable 
from the box to the router. All other connections are optional (see Appendix) 

On indoor models the power cable connects to the back of the camera. 

All outdoor models, as well as all indoor models ending with P such as 
SCNC2900P have PoE capability. For these models you can skip the AC adapter 
if you use a network switch with PoE such as the Netgear model GS108PE. 

On indoor models the ŎŀƳŜǊŀΩǎ power light will come on within a few seconds 
and turn red/amber if the Cat5 connection is ok. The SCNC3905 purposely 
does not have a visible power light but you can check the link light on your 
router to see if the camera is powered up and communicating with the router. 

To get started using your camera, you need to know the IP address that your 
router assigned to the camera. Then by adding http:// in front of the IP 
address you get a web link to the cameraΩǎ built-in web server.   

¢ƘŜ ŦƻƭƭƻǿƛƴƎ vǳƛŎƪǎǘŀǊǘ ǎŜŎǘƛƻƴǎ ǿƛƭƭ ǎƘƻǿ ȅƻǳ Ƙƻǿ ǘƻ ŦƛƴŘ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt 
address in your router, and how to reserve it so that it always stays the same. 

Proceed to the Mac Quickstart section if you have a Mac with Apple Airport 
Extreme or Time Capsule. Proceed to PC Quickstart section if you have a PC 
running Windows 7 through 10, or proceed to Generic Quickstart for Mac 
computers without Airport or for Linux and other platforms. 
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Mac Quickstart  

This Quickstart section applies to a common configuration for Mac users:   

You have a current version Apple Airport (Extreme, Time Capsule, or Express), 
and your Airport is directly connected to a DSL or cable modem. 

In this section you will be interacting mostly with Airport Utility . Please note 
that Airport Utility  (and this Quickstart section) does not apply if you do not 
have an Apple Airport router. In that case, go to Generic Quickstart. 

Start Airport Utility by clicking on its icon ƛƴ ȅƻǳǊ aŀŎΩǎ Utilities folder. Now 
select your Airport by clicking on its picture, and then log in with your 
password. If you have trouble with these initial steps, Apple tech support can 
help. Since Sharx Security does not sell routers, we cannot help with the basics 
of setting up your wireless network or with router login or password issues. 

Next, cƭƛŎƪ ƻƴ άEditέ and you should now see a screen with several tabs at the 
top, including ά.ŀǎŜ {ǘŀǘƛƻƴέΣ άLƴǘŜǊƴŜǘέΣ ά²ƛǊŜƭŜǎǎέΣ and άbŜǘǿƻǊƪέ. 

/ƭƛŎƪ ƻƴ άNetworkέ ŀƴŘ ǾŜǊƛŦȅ ǘƘŀǘ ǘƘŜ άRouter Modeέ is άDHCP and NATέ. 

LŦ ƛǘ ƛǎƴΩǘΣ ŘƻƴΩǘ change it. It would mean that this Airport is not your main 
ǊƻǳǘŜǊΦ LŦ ȅƻǳ ƘŀǾŜ ƳǳƭǘƛǇƭŜ !ƛǊǇƻǊǘǎΣ ȅƻǳΩŘ ƴŜŜŘ ǘƻ ŜȄƛǘ ƻǳǘ ƻŦ !ƛǊǇƻǊǘ ¦ǘƛƭƛǘȅ 
and start at the beginning, selecting another Airport that is your main router.  

Note: If your main router is not an Apple Airport, it means your Airport is used 
only to add wireless functionality to a wired router supplied by your internet 
provider. In that case this entire chapter ǿƻǳƭŘ ƴƻǘ ŀǇǇƭȅ ŀƴŘ ȅƻǳΩŘ Ǝƻ ǘƻ ǘƘŜ 
άGeneric Quickstartέ section in this manual to set up your main router. 

With your camera powered up and connected to one of the AirportΩǎ LAN 
jacks, it is ready to use as soon as you reserve its IP address as follows:  

{ǘƛƭƭ ƛƴ ǘƘŜ άNetworkέ ǘŀōΣ Ŏlick on the ά+έ ōǳǘǘƻƴ at the ōƻǘǘƻƳ ƻŦ ǘƘŜ άDHCP 
Reservationsέ ōƻȄΣ ǘƘŜƴ ŜƴǘŜǊ ŀ ƴŀƳŜ ŦƻǊ ǘƘŜ ŎŀƳŜǊŀ ǎǳŎƘ ŀǎ ά{ƘŀǊȄ/ŀƳмέΦ 
Make sure the άReserve Address byέ option is set to άMAC AddressέΦ 

Now enter the MAC address of your Sharx camera, which you can find on a 
sticker on the back of indoor models or on a tag on the cable of outdoor 
models. Be careful about typos. There are numbers from 0-9 and letters in the 
range of A-F only. There is no letter O, just number 0 and letter D. Typical 
Sharx Security MAC addresses start with 7C but this is dependent on the 
specific model. 
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An IP address of 10.0.1.2 is typically pre-filled in Airport Utility. Unless that 
conflicts with another reserved IP address, you can keep it as is. Then click on 
άSaveέΣ ǘƘŜƴ άUpdateέΣ ŀƴŘ ǿŀƛǘ ŦƻǊ ǘƘŜ !ƛǊǇƻǊǘ ǘƻ ǊŜǎǘŀǊǘΦ 

After the Airport is finished restarting, you can use your camera immediately 
using the IP address you just reserved. Simply add http://  in front of it and 
open it in a browser, such as http://10.0.1.2 and then you should see the Sharx 
Security login screen for your camera similar to the following: 

 

¢ƻ ǎŜŜ ǾƛŘŜƻΣ ŎƭƛŎƪ ƻƴ ά9ƴǘŜǊέ. Until you change it, the default login is 
Username: admin Password: admin 

Now the Sharx IP camera should always be on your network at the IP address 
that you reserved, regarŘƭŜǎǎ ƻŦ ǿƘŜǘƘŜǊ ȅƻǳΩre using the camera with a wired 
network connection or wireless after completing the wireless setup. 

Note: If you have trouble seeing video using Safari in Mac OSX Yosemite,  go to 
άPreferencesέΣ ǘƘŜƴ άAdvancedέΣ ŀƴŘ ǳƴŎƘŜŎƪ άStop plugins to save powerέΦ 
It may be necessary to restart Safari after this setting change. 

Note: if you have one of the earliest (UFO shaped) Apple Airports you should 
consider replacing it with a current generation router. These oldest Apple 
Airports are now obsolete and are not supported by Apple or Sharx. 

Next you will probably want to set up the wireless connection, unless you 
prefer to use the camera with a wired connection or have one of the wired-
only indoor models SCNC2900P or SCNC2900WP.  

To prepare your Airport for easiest and most reliable wireless connection to a 
Sharx camera, check the following settings using the Airport Utility: 

http://10.0.1.2/
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1. If you have enabled the Guest network feature of the Apple Airport, 
please remember not to use it for the camera or for any computer or 
smartphone that is supposed to be able to view the camera. The 
entire purpose of a guest network is to allow only straight access to 
the internet without allowing access to any of your own network 
devices. Therefore if the guest network is working properly, it should 
deny access to the camera. 

2. Typically we recommend setting ά²ƛǊŜƭŜǎǎ {ŜŎǳǊƛtyέ ǘƻ άWPA2 
Personalέ. On the camera, this corresponds to Security Mode:  
ά²t!н-PSKέ ǿƛǘƘ ǘƘŜ 9ƴŎǊȅǇǘƛƻƴ ¢ȅǇŜΥ ά!ESέ 

Very old Apple Airports (without the 802.11n option) need WPA 
security which is only available if you select the mixed mode 
άWPA/WPA2 PersonalέΣ ŀƴŘ ƛƴ ǘƘƛǎ ŎŀǎŜ ǘƘŜ ŎŀƳŜǊŀ ƴŜŜŘǎ ǘƻ ōŜ ǎŜǘ 
ǳǇ ǿƛǘƘ άWPA-PSKέ ǿƛǘƘ ŜƴŎǊȅǇǘƛƻƴ ǘȅǇŜΥ άTKIPέ, not άAESέ. 

3. When using the recommended WPA+TKIP or WPA2+AES security, 
make sure your wireless password is between 8 and 63 characters and 
does not contain punctuation such as ŀǇƻǎǘǊƻǇƘŜǎ ȫ Ψ ά or brackets, or 
any non-English characters. For best compatibility with all wireless 
devices we recommend to use only upper case and lower case letters 
and numbers and no other characters. Please note that this key 
(password) is case sensitive. The older WEP wireless security is not 
recommended for using Sharx cameras with Apple Airport. 

4. If you have set up your network with extra tight security using the 
ά!ŎŎŜǎǎ /ƻƴǘǊƻƭέ ŦŜŀǘǳǊŜ ƛƴ ǘƘŜ !ƛǊǇƻǊǘ ¦ǘƛƭƛǘȅΣ ǘƘŜƴ ȅƻǳ ǿƛƭƭ ƴŜŜŘ ǘƻ 
ŀŘŘ ǘƘŜ ŎŀƳŜǊŀΩǎ a!/ ŀŘŘǊŜǎǎ ǘƻ ǘƘŜ ƭƛǎǘ of devices that are allowed 
to access the network. Be careful about typos. 

5. If you have set up your wireless netwoǊƪ ŀǎ ά/ƭƻǎŜŘέ ǿƛǘƘ ŀ ƘƛŘŘŜƴ 
name, it is highly recommended to temporarily set your network into 
a normal configuration with a visible network name. Otherwise your 
camera will not be able to see your network as one of the available 
choices to connect to. After setup is complete, you can hide your 
network name again. In general, a hidden network name adds more 
confusion than actual security. There are tools that can reveal hidden 
names easily, so a hidden network is not an effective security method. 

After yoǳΩǾŜ ŎƘŜŎƪŜŘ ǘƘŜ ŀōƻǾŜ ǎŜǘǘƛƴƎǎΣ ǇǊƻŎŜŜŘ ǘƻ the section titled Wifi 
Wireless Setup. 
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PC Quickstart  
 
This Quickstart section applies to the most common configuration for PC 
users:  You have a current generation router such as NetGear, LinkSys, Dlink or 
Asus connected to a standard, non routing DSL or cable modem, or you have a 
combination modem and router which has all functions in one box.  

Some of our customers have more complicated networks because they have 
added a wireless router to a wired router, or have business firewalls or VoIP 
boxes in front of the main router. In those situations we recommend that you 
consult an expert to simplify your network by eliminating redundant routers or 
placing all but one router into bridge mode. 
 
With your camera powered up and connected to the router, some PCs will 
automatically discover the camera and show you an icon in the network device 
list. On Windows XP this lisǘ ƛǎ ŎŀƭƭŜŘ άMy Network PlacesέΦ On Windows 7 
through 10 ƛǘ ƛǎ Ƨǳǎǘ ŎŀƭƭŜŘ άNetworkέΦ LŦ ȅƻǳ ŘƻƴΩǘ ƘŀǾŜ ŀ άNetworkέ ƛŎƻƴ ƻƴ 
ȅƻǳǊ ŘŜǎƪǘƻǇ ŀƭǊŜŀŘȅΣ ȅƻǳ Ŏŀƴ ƎŜǘ ǘƻ ƛǘ ōȅ ŎƭƛŎƪƛƴƎ ƻƴ ǘƘŜ ²ƛƴŘƻǿǎ άStartέ 
ƳŜƴǳ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƭŜŦǘΣ ǘƘŜƴ ŎƭƛŎƪ ƻƴ άComputerέ ƻƴ ǘƘŜ ƭƛǎǘ ŀǘ ǘƘŜ ǊƛƎƘǘΣ ŀƴŘ 
ǘƘŜƴ ŎƭƛŎƪ ƻƴ άNetworkέ ƛƴ ǘƘŜ ƭƛǎǘ ƻƴ ǘƘŜ ƭŜŦǘΣ ƛƳƳŜŘƛŀǘŜƭȅ ōŜƭƻǿ άComputerέΦ 
 
However, some PCs and routers do not have the UPnP Universal Plug-and-Play 
feature enabled. In following we will show alternate ways to find the local IP 
address that your router has assigned to the camera. 

LŦ ȅƻǳ ŀǊŜ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ƳŜƴǳǎ ȅƻǳ can log in to your router and 
see the IP address for the Sharx SCNC series network camera in one of your 
ǊƻǳǘŜǊΩǎ LAN ƻǊ άƘƻƳŜ ƴŜǘǿƻǊƪέ status screens. By the way, in this document 
ǿŜΩǊŜ ǳǎƛƴƎ ǘƘŜ ǿƻǊŘǎ άǊƻǳǘŜǊέ ŀƴŘ άƎŀǘŜǿŀȅέ ƛƴǘŜǊŎƘŀƴƎŜŀōƭȅ.  

For PC users, we also supply a program called CameraSetup. It is available for 
free download from www.sharxsecurity.com/downloads. If you install this 
program on your PC, it will tell you the addresses of all current and older Sharx 
cameras on your network. If this is the first time you are running the program 
ȅƻǳ Ƴŀȅ ƴŜŜŘ ǘƻ ŎƭƛŎƪ άwŜŦǊŜǎƘέ ǎŜǾŜǊŀƭ ǘƛƳŜǎΦ ¸ƻǳ Ŏŀƴ ǳǎŜ ǘƘƛǎ ǇǊƻƎǊŀƳ ǘƻ ǎŜǘ 
up cameras but we recommend that you use this program only to find your IP 
address. Then do all setup by going directly to the camera using the IP address, 
either by double-clicking on the address or by typing the IP address into your 
browser (some browsers need http:// in front) 

If no camera is found it could be that your Antivirus or Firewall program is 
blocking the CameraSetup program. In that case you should either disable 

http://www.sharxsecurity.com/downloads


 

Page 12 

your Firewall program or use the alternate method of finding the IP address by 
checking the menus in your router as described in the next section. 

 

Regardless ƻŦ ǘƘŜ ƳŜǘƘƻŘ ȅƻǳ ǳǎŜŘ ǘƻ ŦƛƴŘ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎΣ ƻƴŎŜ 
ȅƻǳΩǾŜ ŎƭƛŎƪŜŘ ƻƴ ǘƘŜ ƛŎƻƴ ƻǊ ŜƴǘŜǊŜŘ ǘƘŜ Lt ŀŘŘǊŜǎǎ Ƴŀƴǳŀƭƭȅ ƛƴǘƻ ȅƻǳǊ 
browser (with http://), you get to the main login screen for the camera: 

¢ƻ ǎŜŜ ǾƛŘŜƻΣ ŎƭƛŎƪ ƻƴ ά9ƴǘŜǊέΣ 
then username: admin and 
password: admin.  

When using the camera for the 
first time on a PC with Internet 
Explorer, your PC will ask you for 
permission to install the viewing 
software (called ActiveX).  

This ActiveX is needed to display the video stream and control the camera. 
Click to OK this at the top of your screen, then again click on OK on the install 
menu that will pop up in the middle or bottom of your screen. If you have a 
popup blocker like Norton or Google Toolbar you will need to disable it.  
Within a few seconds you can then see live video from the camera. 

Internet Explorer also has a quick-record option that 
ȅƻǳ Ŏŀƴ ŀŎǘƛǾŀǘŜ ōȅ ŀŘŘƛƴƎ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ 
ǘƻ ǘƘŜ ά¢ǊǳǎǘŜŘ {ƛǘŜǎέ ƭƛǎǘ ŀǎ ŦƻƭƭƻǿǎΥ Dƻ ǘƻ ǘƘŜ L9 
άInternet Optionsέ ƳŜƴǳΣ ǘƘŜƴ ǘƘŜ άSecurityέ ǘŀb, 

ǘƘŜƴ άTrusted sitesέΣ ŀƴŘ ǿƛǘƘ ǘƘŜ ŎƘŜŎƪōƻȄ ŦƻǊ άRequire server verificationέ 
ǳƴŎƘŜŎƪŜŘΣ ȅƻǳΩŘ ŎƭƛŎƪ ƻƴ άAddέΣ ǘƘŜƴ άCloseέ ŀƴŘ άOKέΦ  ¢ƘŜƴ ǘƘŜ о ƛŎƻƴǎ 
shown above allow you to save snapshots, record video, or configure options. 

To complete the camera setup, it is easier if you close all video windows and 
go to the main login screen again, then instead of clicking on Enter you would 
just click on Setting. Now proceed to the section titled Wifi Wireless Setup.
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PC Only: Troubleshooting  Internet Explorer Se ttings  

On PCs, Sharx Security cameras are compatible with Internet Explorer 9 ς 11 as 
well as Edge, Chrome, Firefox or Safari. The following troubleshooting info is 
only for Internet Explorer. For all other browsers, please refer to page 32. 
 
If you find that your Internet Explorer window looks oddly shifted, please 
check the zoom level / magnification of your browser. It should be at 100% for 
proper viewing of the camera since Internet Explorer cannot zoom a live video 
stream.  You get to the zoom menu through the gear icon at the top right: 

 
Click on the gear icon, then select Zoom 100% 
If you have 3 dots here, you are using Edge and not 
Internet Explorer, so this section would not apply  
 

LŦ ȅƻǳ ǳǎŜŘ άǊŜŦǊŜǎƘέ ŀƴŘ ƘŀǾŜ ŀ ōƭŀŎƪ ǾƛŘŜƻ screen, close and restart the 
Internet Explorer window since it cannot refresh a live video stream. 
 
If the camera has trouble installing the required ActiveX software, it could be 
due to one of the following reasons: 
 
1) If you have nonstandard Internet Explorer settings, your should reset your 

Internet Explorer to defaults by going to the Tools menu or the gear 
shaped settings icon,  then Internet Options -> Advanced -Ҕ wŜǎŜǘΧ 

 
2) If this is a work environment where your IT department has set restrictive 

settings, ask them to temporarily lower the restrictions so that you can 
install the Sharx Security ActiveX. Installation is only required once. 

 
3) If your computer has separate icons for the standard Internet Explorer and 

the 64 bit version, please be sure to use only the standard icon, not the 64 
bit version. On Windows 8 and 8.1 please note that you must start 
Internet Explorer from the traditional desktop, not the tiled interface.  

 
4) If you have old or overly aggressive Antivirus or Firewall software we 

recommend that you uninstall that software and use the free Microsoft 
Security Essentials instead. Similarly, be sure that you do not have any 
popup blocker software such as the ones bundled with Google, MSN, Bing 
or Yahoo toolbars. With a popup blocker it could be that you would miss 
ǘƘŜ ǉǳŜǎǘƛƻƴ ŀōƻǳǘ ǿƘŜǘƘŜǊ ƛǘΩǎ ƻƪ ǘƻ ƛƴǎǘŀƭƭ ǘƘŜ {ƘŀǊȄ !ŎǘƛǾŜ·Σ ŀƴŘ ŀǎ ŀ 
result it would not ƎŜǘ ƛƴǎǘŀƭƭŜŘ ŀƴŘ ȅƻǳ ǿƻǳƭŘƴΩǘ ǎŜŜ ǾƛŘŜƻΦ 
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Generic Quickstart  
 
The previous Quickstart sections showed you how to obtain the initial IP 
address of the camera if you have a Mac or PC with typical configuration. 

In other cases it may be easiest to log into your ǊƻǳǘŜǊΩǎ web based setup 
menu. CƻǊ ǘƘŜ ŜȄŀŎǘ ŘŜǘŀƛƭǎ ȅƻǳ Ƴŀȅ ƴŜŜŘ ǘƻ ǊŜŦŜǊ ǘƻ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ƳŀƴǳŀƭΣ 
ǳǎǳŀƭƭȅ ŀǾŀƛƭŀōƭŜ ŦƻǊ ŘƻǿƴƭƻŀŘ ƻƴ ǘƘŜ ǊƻǳǘŜǊ ƳŀƴǳŦŀŎǘǳǊŜǊΩǎ ǎǳǇǇƻǊǘ ǿŜō ǎƛǘŜΦ 

¢ȅǇƛŎŀƭƭȅ ȅƻǳ ŀŎŎŜǎǎ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ǿŜō ƳŜƴǳ ōȅ ǘȅǇƛƴƎ ǘƘŜ ǊƻǳǘŜǊΩǎ IP address 
into a browser window. Common router IP addresses are: http://192.168.0.1, 
http://192.168.1.1, http://192.168.10.1, or http://192.168.1.254 

hƴŎŜ ȅƻǳΩǊŜ ƭƻƎƎŜŘ ƛƴǘƻ ȅƻǳǊ ǊƻǳǘŜǊΣ ȅƻǳ ǿƻǳƭŘ ƭƻƻƪ ŦƻǊ ŀ ǎǘŀǘǳǎ ǎŎǊŜŜƴ ƻǊ 
menu that mentions LAN or DHCP client list (LAN means local area network). 

Typically there is a list of attached devices, and among these it is easy to pick 
out the IP camera since the name starts with SCNC, or there will be a 12 digit 
number that matches the number on the tag or sticker of the camera. 

wŜƎŀǊŘƭŜǎǎ ƻŦ ǘƘŜ ƳŜǘƘƻŘ ȅƻǳ ǳǎŜŘ ǘƻ ŦƛƴŘ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎΣ ƻƴŎŜ 
ȅƻǳΩǾŜ ŎƭƛŎƪŜŘ ƻƴ ǘƘŜ ƛŎƻƴ ƻǊ ŜƴǘŜǊŜd the IP address manually into your 
browser (with http://), you get to the main login screen for the camera: 

 

¢ƻ ǎŜŜ ǾƛŘŜƻΣ ŎƭƛŎƪ ƻƴ ά9ƴǘŜǊέΣ ǘƘŜƴ username: admin and password: admin.  

To complete the camera setup, it is easier if you close all video windows and 
Ǝƻ ǘƻ ǘƘŜ Ƴŀƛƴ ƭƻƎƛƴ ǎŎǊŜŜƴ ŀƎŀƛƴΣ ǘƘŜƴ ƛƴǎǘŜŀŘ ƻŦ ŎƭƛŎƪƛƴƎ ƻƴ ά9ƴǘŜǊέ ȅƻǳ 
ǿƻǳƭŘ Ƨǳǎǘ ŎƭƛŎƪ ƻƴ ά{ŜǘǘƛƴƎέΦ  

 

http://192.168.0.1/
http://192.168.1.1/
http://192.168.10.1/
http://192.168.1.254/
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2ÅÓÅÒÖÉÎÇ ÔÈÅ #ÁÍÅÒÁȭÓ )0 !ÄÄÒÅÓÓ 
 
{ƻƳŜ ǊƻǳǘŜǊǎ ǘŜƴŘ ǘƻ ǊŜƳŜƳōŜǊ ŀƴŘ ƪŜŜǇ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ŀǎ ƛǘ ǿŀǎ 
the first time you plugged it in. 

However, many current generation routers tend to re-assign all IP addresses 
every time the router or a camera or computer is restarted. Aside from the 
ƛƴŎƻƴǾŜƴƛŜƴŎŜ ƻŦ ƘŀǾƛƴƎ ǘƻ ŦƛƴŘ ǘƘŜ ŎŀƳŜǊŀΩǎ ŎǳǊǊŜƴǘ Lt ŀŘŘǊŜǎǎ again, this can 
also interfere with some of the other setup steps. 

Therefore it is important to check if your router has an address reservation 
ƳŜƴǳΣ ǎƻƳŜǘƛƳŜǎ ŀƭǎƻ ŎŀƭƭŜŘ ά5I/t ǊŜǎŜǊǾŀǘƛƻƴέ or ά{ǘŀǘƛŎ 5I/t leaseέΦ 

On NetGear ǊƻǳǘŜǊǎ ȅƻǳ ŎƭƛŎƪ ƻƴ ǘƘŜ ά[!b ǎŜǘǳǇέ ƳŜƴǳ ƻƴ ǘƘŜ ƭŜŦǘ ǳƴŘŜǊ ǘƘŜ 
ά!ŘǾŀƴŎŜŘέ ƘŜŀŘƛƴƎΦ Linksys E series routers tend to have a button ŦƻǊ ά5I/t 
ǊŜǎŜǊǾŀǘƛƻƴέ in the middle of the basic setup screen.  

Most routers show you a list of currently attached devices for which you can 
reserve the IP address. Typically you just select the device and then click on 
ά!ŘŘέ ƻǊ άwŜǎŜǊǾŜέΣ ǿƘƛŎƘ ƳƻǾŜǎ ǘƘŜ ƛǘŜƳ ǘƻ ǘƘŜ ƭƛǎǘ ƻŦ ǊŜǎŜǊǾŜŘ ŀŘŘǊŜǎǎŜǎΦ 

¢ƘŜƴ ȅƻǳ ǘȅǇƛŎŀƭƭȅ ŎƭƛŎƪ ƻƴ άǎŀǾŜ ǎŜǘǘƛƴƎǎέ ƻǊ άǳǇŘŀǘŜέ ǘƻ ƳŀƪŜ ǘƘƛǎ ŎƘƻƛŎŜ 
ǇŜǊƳŀƴŜƴǘΣ ŀƴŘ ŦǊƻƳ ƴƻǿ ƻƴ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ƛǎ ƭƻŎƪŜŘ ŀƴŘ ǿƛƭƭ ƴƻǘ 
change even after power failures or restarts. 

¢Ƙƛǎ ŀƭƭƻǿǎ ȅƻǳ ǘƻ ŀŘŘ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ǘƻ ȅƻǳǊ ōǊƻǿǎŜǊΩǎ ōƻƻƪƳŀǊƪǎ 
or favorites menu and gives you a convenient way to login to the camera. 

On current generation Apple Airport routers the address reservation menu is 
very different. Please refer to the MAC Quickstart section for details. 

On older Apple Airport routers, older Linksys routers such as WRT-54G, and 
some of the freebie routers provided by the DSL internet companies such as 
ATT and Verizon, there is unfortunately no address reservation menu.  

In that case, the IP address needs to be set up in the camera as shown in the 
ŎƘŀǇǘŜǊ ǘƛǘƭŜŘ άaŀƴǳŀƭ {ŜǘǳǇ {ǘŜǇ мΥ !ǎǎƛƎƴƛƴƎ ŀ tŜǊƳŀƴŜƴǘ Lt !ŘŘǊŜǎǎ ŦƻǊ 
ȅƻǳǊ /ŀƳŜǊŀέΦ   

To summarize: If you can find your routerΩǎ ŀŘŘǊŜǎǎ ǊŜǎŜǊǾŀǘƛƻƴ ƳŜƴǳΣ ȅƻǳ 
should use it now ǘƻ ƭƻŎƪ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt ŀŘŘress in the router. If you cannot 
find ȅƻǳǊ ǊƻǳǘŜǊΩǎ ŀŘŘǊŜǎǎ ǊŜǎŜǊǾŀǘƛƻƴ menu, you would ǎŜǘ ǳǇ ǘƘŜ ŎŀƳŜǊŀΩǎ 
IP address manually, but do not try both methods at the same time. 
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Wifi Wireless Setup  
 
Most likely your wireless network was set up with a password (also known as 
wireless key).  LŦ ȅƻǳ ŘƻƴΩǘ ǊŜƳŜƳōŜǊ ƛǘΣ ȅƻǳ Ŏŀƴ ŎƘŜŎƪ ȅƻǳǊ ǊƻǳǘŜǊΩǎ wireless 
setup menu or ask the person who set up your wireless network. 

Without your password you cannot proceed with your ŎŀƳŜǊŀΩǎ ǿƛǊŜƭŜǎǎ 
setup, so you can either continue to use your camera in wired mode or set up 
a new password in your router. Another possibility is to disable passwords in 
your router but an unsecured wireless network is not recommended.  

/ƭƛŎƪƛƴƎ ƻƴ ά{ŜǘǘƛƴƎέ ŦǊƻƳ ǘƘŜ Ƴŀƛƴ ŎŀƳŜǊŀ ƭƻƎƛƴ ǎŎǊŜŜƴ ǿƛƭƭ ƎŜǘ ȅƻǳ ǘƻ ǘƘƛǎ:  

 

/ƭƛŎƪ ƻƴ άbŜǘǿƻǊƪέΣ ǘƘŜƴ click on ά²ƛǊŜƭŜǎǎέΣ ŀƴŘ ȅƻǳΩƭƭ ƎŜǘ ǘƻ ǘƘƛǎ ǎŎǊŜŜƴΥ 

 

5ƻ bh¢ ǘȅǇŜ ŀƴȅǘƘƛƴƎ ƛƴ ǘƘŜ {{L5 ŦƛŜƭŘΦ LƴǎǘŜŀŘΣ ǳǎŜ ǘƘŜ ά{ŜŀǊŎƘΧέ ŦǳƴŎǘƛƻƴ ǎƻ 
that your camera can tell you which networks it can see:  
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You may see a whole list of networks in your neighborhood. Select your 
ƴŜǘǿƻǊƪ ŀƳƻƴƎ ǘƘƛǎ ƭƛǎǘΣ ǘƘŜƴ ŎƭƛŎƪ ά!ǇǇƭȅέΣ ŀƴŘ ŎƘŜŎƪ ƛŦ ȅƻǳǊ ƴŜǘǿƻǊƪ ƴŀƳŜ 
has now been filled into the SSID field. If nothiƴƎ ǎƘƻǿǎ ǳǇΣ ǘǊȅ ά{ŜŀǊŎƘέ ŀƎŀƛƴΣ 
or un-hide your network name if your router is configured as a closed system. 

Be sure to close any live video windows while trying to configure the wireless 
ŦŜŀǘǳǊŜΦ !ƭǎƻΣ ƛŦ ȅƻǳΩǾŜ ǎƪƛǇǇŜŘ ŀƘŜŀŘ ǘƻ ǊŜŎƻǊŘƛƴƎΣ ǇƭŜŀǎŜ Řƛǎŀōƭe that now. 

 

tƭŜŀǎŜ ƳŀƪŜ ǎǳǊŜ άLƴŦǊŀǎǘǊǳŎǘǳǊŜέ ƛǎ ǎŜƭŜŎǘŜŘ ōŜŦƻǊŜ ǇǊƻŎŜŜŘƛƴƎΣ ǎƛƴŎŜ ǘƘŀǘ ƛǎ 
the most common type of network. ά!ŘIƻŎέ ƛǎ ŦƻǊ ƴŜǘǿƻǊƪ ŜȄǇŜǊǘǎ ƻƴƭȅΦ 

¢ƘŜ ά{ecurity mƻŘŜέ ƴŜŜŘǎ ǘƻ ƳŀǘŎƘ ǘƘŜ ǘȅǇŜ ƻŦ ǿƛǊŜƭŜǎǎ password used on 
your router exactly. The old type is WEP. Newer routers may use WPA or 
WPA2 passwords (keys). 

bƻǘ ǎǳǊŜ ǿƘŀǘ ȅƻǳ ƘŀǾŜΚ /ƘŜŎƪ ȅƻǳǊ ǊƻǳǘŜǊΩǎ wireless setup menu. In general 
it would be a good idea to use WPA2 in your router, and more specifically the 
combination of WPA2 with AES. However, if you are comfortable with your 
existing wireless security and do not feel like changing, you can also use the 
older WPA or the very old WEP wireless security. First we will show the setup 
for WPA2 or WPA and then we show the setup for the older WEP security. 
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Current Apple Airport and most new generation routers use WPA2 with AES: 

 

However, older Apple Airport and many other routers use WPA with TKIP: 

 

Please remember that both WPA and WPA2 keys are case sensitive and need 
to be between 8 and 63 characters. Please note: do not use the quote or 
ŀǇƻǎǘǊƻǇƘŜ ŎƘŀǊŀŎǘŜǊǎ ȫ έ Ψ or any non-English characters.  

When you have entered the key, ŎƭƛŎƪ ƻƴ άApplyέΦ ¸ƻǳΩƭƭ ƎŜǘ ŀ ƳŜǎǎŀƎŜ ŀōƻǳǘ 
άǿƛǊŜƭŜǎǎ ǎŜǘǳǇ ŀŎŎŜǇǘŜŘ ǎǳŎŎŜǎǎŦǳƭƭȅέ ōǳǘ ǘƘŀǘ ƻƴƭȅ ƳŜŀƴǎ ǘƘŀǘ ǘƘŜ password 
was stored in the cameraΦ ¸ƻǳΩǊŜ ƴƻǘ ŘƻƴŜ ȅŜǘ ǳƴǘƛƭ ȅƻǳ ǳǎŜ ǘƘŜ άTestέ button 
to check if you typed it correctly. ό.Ŝ ǎǳǊŜ ǘƻ ŎƭƛŎƪ ƻƴ άApplyέ ōŜŦƻǊŜ άTestέύ 

LŦ ǘƘŜ ǘŜǎǘ ǊŜǇƻǊǘǎ άWireless connectedέ ȅƻǳ Ŏŀƴ ǊŜƳƻǾŜ ǘƘŜ ƴŜǘǿƻǊƪ ŎŀōƭŜ 
and it should work wireless after a short delay. If the test ǊŜǇƻǊǘǎ άNo wireless 
connection!έΣ ǇƭŜŀǎŜ ŘƻǳōƭŜ ŎƘŜŎƪ ȅƻǳǊ key (password) and refer both to the 
²ƛŦƛ ǘǊƻǳōƭŜǎƘƻƻǘƛƴƎ ŀƴŘ άYƴƻǿƴ ƛǎǎǳŜǎέ ǎŜŎǘƛƻƴ ƻŦ ǘƘƛǎ ¦ǎŜǊ DǳƛŘŜΦ 
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If you have WEP passwords, the procedure is similar: 

 

Lƴ ŀƭƳƻǎǘ ŀƭƭ ŎŀǎŜǎ ȅƻǳ ǿƻǳƭŘ ǎŜƭŜŎǘ !ǳǘƘŜƴǘƛŎŀǘƛƻƴ ǘƻ ōŜ ά!ǳǘƻέ 

The next setting is critical, so you need to be careful to select the right choice. 
Some laptop computers are more forgiving and will connect anyway, but the 
camera needs to know exactly what type of WEP encryption is used. 
Fortunately there is a way to tell based on the exact number of characters 
used in your encryption key.  

¶ Key length 5 characters  = WEP64 with ASCII 

¶ Key length 13 characters = WEP128 with ASCII 

¶ Key length 10 characters = WEP64 with HEX 

¶ Key length 26 characters = WEP128 with HEX 
 

For example, Verizon often sets up their DSL modem / Wifi router with a 
ǇŀǎǎǿƻǊŘ ǎƛƳƛƭŀǊ ǘƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ǘŜƭŜǇƘƻƴŜ ƴǳƳōŜǊΣ ǿƘƛŎƘ ƛǎ мл ŘƛƎƛǘǎ and 
therefore implies WEP64 and HEX. Some routers are configured for a key index 
other than the factory default of 1. This is very rare. 

²ƘŜƴ ȅƻǳΩǊŜ ŘƻƴŜΣ ŎƭƛŎƪ άApplyέΣ ǘƘŜƴ άTestέΦ 

Important: Dƻ ƴƻǘ ŦƻǊƎŜǘ ǘƻ ŎƭƛŎƪ ƻƴ ά!ǇǇƭȅέ ōŜŦƻǊŜ ȅƻǳ ƭŜŀǾŜ ǘƘŜ ǇŀƎŜΦ 
²ƛǘƘƻǳǘ ά!ǇǇƭȅέ ǘƘŜ ǿƛǊŜƭŜǎǎ ǎŜǘǘƛƴƎǎ ǘƘŀǘ ȅƻu tested will not be saved. 

LŦ ǘƘŜ ǘŜǎǘ ǊŜǇƻǊǘǎ άWireless connectedέ ȅou can remove the network cable 
and it should work wireless after a short delay of about 30 seconds. 
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Congratulations! At this point you should be able to use your camera wired 
or wireless on your local network using the same local IP address. 

LŦ ƛǘ ŘƻŜǎƴΩǘ ŎƻƴƴŜŎǘΣ we recommend that you temporarily remove wireless 
security from your router for a quick experiment to see if the setup succeeds 
with no passwords. Then put the password back in and try again. Many times 
this will refresh your memory about the exact spelling of your password. 

Also, it could be either that the camera is too close to or too far from your 
router, or that your router was set up with the tightest possible security which 
allows only known devices to connect to your network. In this case, ȅƻǳΩŘ add 
the MAC address of this camera to your allowed list. In this context, MAC 
refers to a hardware network address and is unrelated to Macintosh. The 
camera MAC address can be found on a tag or sticker on the camera. 

During setup it is best to have the camera at least a couple of feet away from 
the antenna of the wireless router. The maximum distance is dependent on 
the kinds of walls and objects that are between your wireless router antenna 
and your camera. A distance of 75 ft across and 1 floor up/down is typical. 

One easy test for determining the maximum recommended distance is by 
using a laptop at the intended camera location. If your laptop shows at least 
50% signal strength at that exact same location then the camera should be ok 
too. Any less than that may be unreliable, so you may want to move your 
ǊƻǳǘŜǊ ƻǊ ǘƘŜ ŎŀƳŜǊŀΣ ƻǊ ŀŘƧǳǎǘ ǘƘŜ ŀƴƎƭŜ ƻŦ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ŀƴǘŜƴƴŀǎΦ 

Keep in mind that the wireless signal travels easily through common building 
materials such as wood, glass, sheet rock, and vinyl siding, but does not go at 
all through metal. The metal mesh inside a stucco walls blocks Wifi signals. 

If there are any big metal objects such as a fridge, filing cabinet, or HVAC 
ducting in between the Wifi router and the camera, try to reposition either the 
camera or the router so that the metal object ŘƻŜǎƴΩǘ ōƭƻŎƪ ǘƘŜ ǎƛƎƴŀƭΦ  

Also, many microwave ovens and older 2.4 GHz cordless phones may interfere 
with all Wifi networking while in operation. Using a laptop you may not notice 
a pause, but with a camera that transmits or records video continuously any 
interruption will be much more obvious. Nearby Bluetooth devices such as cell 
phone headsets, Playstation game controllers, or a wireless keyboard and 
mouse can also interfere with wireless networks if the devices are too close.  

The best placement for a wireless router is in an area that is higher up and free 
of nearby clutter, for example on top of a wooden book shelf. 
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Wifi T roublesh ooting  
 
LŦ ǘƘŜ ŎŀƳŜǊŀ ŘƻŜǎ ƴƻǘ ŎƻƴƴŜŎǘ ŀƴŘ ȅƻǳΩǾŜ ŀƭǊŜŀŘȅ ŎƘŜŎƪŜŘ ǘƘŜ ǎŜǘǘƛƴƎǎ 
mentioned on the previous page and you made sure the antenna is connected 
properly, please log in to your router and double-check the setting for wireless 
channel selection. On an Apple Airport you would use the Airport Utility. 

On N mode routers other than current Apple routers be sure to turn off άwide 
channel spacingέΣ ǎƻƳŜǘƛƳŜǎ ŀƭǎƻ ǊŜŦŜǊǊŜŘ ǘƻ ŀǎ ά40 Mhz modeέ ƻǊ άup to 300 
mb speedέΦ ¢Ƙƛǎ ƛǎ ƴƻǘ ŎƻƳǇŀǘƛōƭŜΦ ¸ƻǳ ǎƘƻǳƭŘ ǳǎŜ άstandard channel 
spacingέΣ ŀƭǎƻ ƪƴƻǿƴ ŀǎ ά20 Mhzέ ƻǊ άup to 130 mb speedέΦ aƛȄŜŘ нлκпл aƘȊ 
should be avoided. (Apple routers no longer allow the wrong setting) 

LŦ ǘƘŜ άǎŜŀǊŎƘέ ŦǳƴŎǘƛƻƴ ƻŦ ǘƘŜ ǿƛǊŜƭŜǎǎ ǎŜǘǳǇ ǇŀƎŜ ŦƻǳƴŘ ȅƻǳǊ ²ƛŦƛ ƴŜǘǿƻǊƪ ƛǘ 
means that the wireless networking hardware is working. IŦ ƛǘ ǘƘŜƴ ŘƻŜǎƴΩǘ 
connect it means that there is a password or IP address related issue. 

You can temporarily turn off passwords on your Wifi router, and if you then 
ǎŜǘ ά{ŜŎǳǊƛǘȅ ƳƻŘŜέ ǘƻ άƻŦŦέ ƛƴ ǘƘŜ ŎŀƳŜǊŀΣ ƛǘ ǎƘƻǳld connect unless you have 
set your router to reject connection attempts from unknown devices.  

Assuming that you are now at least connecting without passwords, you can 
proceed to add wireless security to your router and try again. We recommend 
WPA2 if available, otherwise WPA. The older WEP is totally obsolete. If you 
have trouble with WEP, switch the router to WPA2 / AES and try setup again. 

Since each password type can have 2 variations, this means you could have 4 
possible combinations: WPA-TKIP, WPA-AES, WPA2-TKIP, and WPA2-AES. Only 
WPA with TKIP and WPA2 with AES are valid, the others will not work reliably. 

Some routers like Apple Airport series do not show clearly which one of these 
settings is being used, so if you have difficulty you should try both WPA + TKIP 
and WPA2 + AES. On a laptop you typically do not need to specify the exact 
password type since the laptop will try all everything automatically. The 
camera is more picky, it needs to know exactly what type of password you are 
using. It does not try anything other than the exact type that you entered. 

wŜƳŜƳōŜǊ ǘƻ άApplyέ ŦƛǊǎǘΣ ǘƘŜƴ άTestέΦ LŦ ƛǘ ǎŀȅǎ άConnected!έ at the end of 
the test, you can remove the cable. Please note that as long as the cable is still 
attached, the camŜǊŀΩǎ άSystemέ ƳŜƴǳ ǿƛƭƭ ǎƘƻǿ άNo wireless connectionέ 
since you are still using the wired network and only one network can be active. 

If you still have trouble, be sure to check the Appendix for known issues. 
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Apple Airport Remote Access Setup  

If you have a router other than Apple Airport, skip ahead to the next section. 

In order to access the camera remotely from outside your network, you have 
to tell your Airport to allow access to the network ports used by the camera.  

Gƻ ōŀŎƪ ǘƻ ǘƘŜ άNetworkέ ǘŀō ƛƴ !ƛǊǇƻǊǘ ¦ǘƛƭƛǘȅ 6 as described on page 7. 
Notice there is a άPort Settingsέ box ōŜƭƻǿ ǘƘŜ άDHCP Reservationsέ ōƻȄ ȅƻǳ 
used earlier. 

Click on the + (add) icon ōŜƭƻǿ ǘƘŜ άPort Settingsέ box. άCƛǊŜǿŀƭƭ 9ƴǘǊȅ ¢ȅǇŜΥ 
LtǾп tƻǊǘ aŀǇǇƛƴƎέ should remain selected. Now fill out the box as shown: 

Description:  SharxCam1 
Public UDP port:  30000-30001   
Public TCP port:  8150   
IP address:   (add the IP address for your camera, e.g. 10.0.1.2) 
Private UDP port:  30000-30001 
Private TCP port:  80 
 
Double check that you used the exact same IP address you reserved for your 
camera earlierΣ ǘƘŜƴ ŎƭƛŎƪ ƻƴ άSaveέΦ For additional cameras add another entry 
for each IP address you reserved. All cameras use Private TCP port 80, but the 
next camera would have UDP ports 30002-30003, public TCP port 8151, and 
for cameras beyond that  add 2 to the UDP ports and 1 to the public TCP port. 
 
Then ŎƭƛŎƪ ƻƴ άUpdateέΦ !ŦǘŜǊ ȅƻǳǊ !ƛǊǇƻǊǘ ƛǎ ǊŜǎǘŀǊǘŜŘΣ Ǝƻ ǘƻ ǘƘŜ άInternetέ 
tab ŀƴŘ ǿǊƛǘŜ Řƻǿƴ ǘƘŜ ƴǳƳōŜǊ ȅƻǳ ǎŜŜ ƛƴ ǘƘŜ ŦƛŜƭŘ ƭŀōŜƭŜŘ άIPv4 AddressέΦ 
¢ƘŀǘΩs your external IP address. Someone from outside your network should 
be able to access your camera using this address with :8150 added to the end. 
For example, if the IPv4 address is something like 12.34.56.78, you would 
enter the following in your browser: http://12.34.56.78:8150 
 
Note: This assumes your Airport is your only router. You can check this by 
going to www.checkip.org with Safari. The IP address shown there should be 
exactly the same as the IPv4 address in your Airport. If not, you have multiple 
routers and networks. In that case, each preceding router would need to have 
a DMZ ƻǊ ά{ǘŀǘƛŎ b!¢έ entry to forward all ports to the next router. 
 
After completing this section, your Airport is set up to allow remote access to 
your camera. If you have DSL, pǊƻŎŜŜŘ ǘƻ ά/ƘƻƻǎƛƴƎ ŀ ƴŀƳŜ ŦƻǊ ȅƻǳǊ ŎŀƳŜǊŀέ. 

http://12.34.56.78:8150/
http://www.checkip.org/
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Is the Remote Access Setup  already done?  

If you have any current generation industry standard router other than Apple 
Airport, such as NetGear, LinkSys, Dlink or Asus, it is likely that the UPnP 
ά¦ƴƛǾŜǊǎŀƭ tƭǳƎ Ψƴ tƭŀȅέ feature of your router has already done the setup for 
remote access. Your camera would already be visible from the internet to 
anyone who knows the IP address, usernames and passwords that you choose. 

Keep in mind that there is a distinction between local (intranet) IP addresses, 
meaning IP addresses on your own network, and external (internet) IP 
addresses, which are unique in the entire world. With the UPnP feature 
enabled in your router, the cameraΩǎ ά{ȅǎǘŜƳέ ƳŜƴǳ can show you both:  

1) the link (URL) for accessing the camera from your own network, often 
something like http://192.168.0.100 

2)  the automatically configured link (URL) for access from a remote 
location, often something like http://12.34.56.78:8150  

A quick comment about ports: In general, IP addresses can have many 
different ports associated with them. When browsing to ordinary web sites 
there is usually no need to specify a port ŀƴŘ ǘƘŀǘΩǎ ǿƘȅ ȅƻǳ Ƴŀȅ ƘŀǾŜ ƴŜǾŜǊ 
heard about ports at all. However, when different devices share a single IP 
address they are distinguished with a port. Basically a port has a similar 
function for an IP address as an extension on a telephone number. 

Ports are specified by including the port number in the web address with a 
colon and the number after the .com or .net domain name. In the example 
shown above the port number is 8150. 

 If UPnP was available on your network, the camera has already set up the 
correct ports for remote access. A quick way to see the complete external IP 
address (URL) is to go to the System menu at the top of the Setting screen. 
Scrolling down to the UPnP section you will see the Internet URL (IP address). 

Then all you need to do is to type either your internal (Intranet) or external 
(Internet) Lt ŀŘŘǊŜǎǎ ƛƴ ȅƻǳǊ ōǊƻǿǎŜǊΣ ŘŜǇŜƴŘƛƴƎ ǿƘŜǘƘŜǊ ȅƻǳΩǊŜ accessing the 
camera locally or over the internet. If UPnP worked, you can skip the manual 
IP address setup and proceed to selecting a name for your camera.  

Note: if the system menu shows you an Internet URL (external IP address) that 
starts with 192.168 or 10.0, your DSL or Cable modem has a built in router. In 
this case, contact us with the model number of your modem for assistance. 

http://192.168.0.100/
http://12.34.56.78:8150/
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Enabling UPnP for Automatic Remote Access Setup  
 
If UPnP did not work, and if you have an up to date router other than Apple 
Airport, it is worth double checking if UPnP is enabled in your router. Some 
routers like the ActionTec and Westell units distributed for free with Verizon 
and Qwest DSL service have the feature initially disabled. 

Usually it is very simple to enable UPnP. You just need to log in to your 
ǊƻǳǘŜǊΩǎ ǎŜǘǳǇ ǎŎǊŜŜƴ ŀƴŘ ŦƛƴŘ ǘƘŜ ¦tƴt ƳŜƴǳΦ ¢ƘŜƴ ȅƻǳ ŎƭƛŎƪ ƻƴ ŜƴŀōƭŜΣ ǎŀǾŜ 
the setting and restart both the router and the camera (in that order).  

Many routers (e.g. LinkSys, Dlink) may need a firmware update for UPnP to be 
available or work properly. You should ƭƻƻƪ ǳǇ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ƳƻŘŜƭ ƴǳƳōŜǊ ƻƴ 
ȅƻǳǊ ǊƻǳǘŜǊ ƳŀƴǳŦŀŎǘǳǊŜǊΩǎ ǎǳǇǇƻǊt web page to see if updates are available. 

The camera comes from the factory with UPnP enabled. You can double check 
ōȅ ǎŜƭŜŎǘƛƴƎ ǘƘŜ ά¦tƴt {ŜǘǳǇέ ǘŀō ǳƴŘŜǊ ǘƘŜ ŎŀƳŜǊŀΩǎ άbŜǘǿƻǊƪέ ƳŜƴǳ: 

 

LŦ ¦tƴt ǿƻǊƪǎΣ ŎƭƛŎƪƛƴƎ ƻƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ά{ȅǎǘŜƳέ ƳŜƴǳ ŀǘ ǘƘŜ ǘƻǇ ƻŦ the 
settings screen will show something like the following in the UPnP section:  

 

²ƘƛƭŜ ƛǘ ǿƻƴΩǘ work from your own network, you can test external access to 
your camera by emailing the Internet URL to someone at a different location.  
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Overview of  Manual  IP Address Setup (without  UPnP) 

In the previous section we showed how to tell if your camera was able to 
automatically configure itself ǳǎƛƴƎ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ¦tƴt ŦŜŀǘǳǊŜΦ  

In this section we provide an overview of the manual IP address setup. You 
would only need to do this if address reservation and UPnP are not available 
on your network, for example if you have an older router. If UPnP worked or if 
you have an Apple router ǘƘŀǘ ȅƻǳΩǾŜ ŀƭǊŜŀŘȅ ǎŜǘ ǳǇ ǿƛǘƘ our Airport specific 
instructions please skip ahead ǘƻ ά{ǘŜǇ оΥ /ƘƻƻǎƛƴƎ ŀ ƴŀƳŜ ŦƻǊ ȅƻǳǊ ŎŀƳŜǊŀέΦ 

Most routers come pre-configured to protect your own network devices from 
external access. This means that in order to view your camera remotely over 
the internet your router needs to be configured to open ports and allow 
access. If this sounds difficult, you may want to consider upgrading your router 
to a newer NetGear, LinkSys, DLink or Asus model as they are very inexpensive 
now, even starting at $29.95 

The terminology for opening up ports can be different based on the 
ƳŀƴǳŦŀŎǘǳǊŜǊ ƻŦ ǘƘŜ ǊƻǳǘŜǊΦ ¢ȅǇƛŎŀƭƭȅ ǘƘƛǎ ǎŜǘǘƛƴƎ ƛǎ ŎŀƭƭŜŘ ά²Ŝō ŀŎŎŜǎǎέΣ 
ά5a½έΣ ά±ƛǊǘǳŀƭ {ŜǊǾŜǊέΣ ά±ƛǊǘǳŀƭ {ŜǊǾƛŎŜέΣ άtƛƴ ƘƻƭŜέΣ ά¦ǎŜǊ 5ŜŦƛƴŜŘ {ŜǊǾƛŎŜέΣ 
άtƻǊǘ CƻǊǿŀǊŘƛƴƎέ ƻǊ άtƻǊǘ aŀǇǇƛƴƎέ. There are 2 main steps involved in port 
forwarding: 

1. Reserving a DHCP address or assigning a permanent (static) IP address 
for your camera on your local network.  

2. Configuring your router to allow access from the internet to the 
ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ ƻƴ ȅƻǳǊ ƭƻŎŀƭ ƴŜǘǿƻǊƪΦ 

Strictly speaking, step 1 above is optional, but some routers (especially LinkSys 
and Belkin models) tend to reassign all the IP addresses on your home network 
after a power failure or based on the order in which you use them. Therefore 
your setup is only reliable if you reserve a DHCP address or assign a permanent 
IP address to your camera and then do the actual port forwarding. Reserving 
an IP address in the router is easier than setting it up in the camera, so please 
check the section on reserving an IP address to see if your router supports it. 

Some residential internet service providers want to charge more for business 
service and therefore deliberately block all internet access that looks like it 
might involve a web server at the standard port 80Φ ¢ƘŀǘΩǎ ǿƘȅ ǿŜ ŀƭǿŀȅǎ 
recommend using port 8150, which in our experience is usually available.  
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Manual Setup Step 1: Assigning a Permanent Local IP 
Address 
 
Manually assigning an IP address for your camera is only necessary if your 
router does not have the address reservation feature. As discussed earlier in 
this manual, all current NetGear, LinkSys, Dlink and similar standard routers 
have an easy address reservation menu. The Mac Quickstart section shows 
how to use address reservation on a current generation Apple Airport.  
 
If you have already resŜǊǾŜŘ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎ you would skip the 
manual assignment of an IP address, so please skip ahead to the next section.  
 
Old Apple Airport and old LinkSys routers, as well as many DSL modem routers 
do not have the address reservation feature so in that case the manual IP 
address setup as explained in this section is the only choice. 
 
On your home network (LAN) all your computers and other network devices 
have a local IP address. In every IP address there are 4 groups of digits that can 
have a value of up to 255.  

To pick a permanent address for your camera you first need to know your 
ǊƻǳǘŜǊΩs IP address. It is shown iƴ ȅƻǳǊ ŎŀƳŜǊŀΩǎ ǎȅǎǘŜƳ ƳŜƴǳ όŀǘ ǘƘŜ ǘƻǇ ƻŦ 
the settings screen) if you ǎŎǊƻƭƭ Řƻǿƴ ǘƻ ά5ŜŦŀǳƭǘ DŀǘŜǿŀȅέΦ ¢ƘŜ ǊƻǳǘŜǊΩǎ Lt 
address determinŜǎ ǘƘŜ ŦƛǊǎǘ о ƎǊƻǳǇǎ ƻŦ ŘƛƎƛǘǎ ŦƻǊ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊŜǎǎΦ 

Now we need to select a valid number for the 4th ƎǊƻǳǇ ƻŦ ŘƛƎƛǘǎΦ ²Ŝ ŘƻƴΩǘ 
simply pick a random number because we have to avoid numbers that are 
already taken or that could be assigned by your router. 

The router uses addresses in a range set aside for this purpose (called the 
DHCP range). For many routers, this DHCP range is from 2 to 100 ōǳǘ ȅƻǳΩƭƭ 
ƘŀǾŜ ǘƻ ŎƘŜŎƪ ȅƻǳǊ ǎǇŜŎƛŦƛŎ ǊƻǳǘŜǊΩǎ 5I/t ƳŜƴǳ. Sometimes this is shown as 
start and end address, or start address plus number of available addresses. 

Why is this important? We need to select an address outside this range to 
make sure that your router would never pick this address for another device. 

For example, LinkSys routers use a DHCP range from 192.168.1.100 to 149, so 
you could choose 192.168.1.200 for the camera. Never use addresses that end 
in .0 or .1, since that is reserved for your router, and never use addresses that 
end in a number higher than 254. 



 

Page 27 

There is one special case: some routers such as Comcast SMC business 
gateways have been preconfigured for a DHCP range of .2 - .255 which leaves 
no available IP address outside the range. In that case you first have to reduce 
the range by setting it to .2 - .199.  Then you have addresses from .200 - .255 
available for IP cameras, printers, and other devices needing a fixed IP.  

Once you ƪƴƻǿ ȅƻǳǊ ǊƻǳǘŜǊΩǎ Lt ŀƴd have chosen a valid IP for your camera, go 
to the Camera Settings menu, then select άbŜǘǿƻǊƪέ ŀƴŘ άTCP / IP SetupέΥ 

 

Click on άǳǎŜ ǘƘŜ ŦƻƭƭƻǿƛƴƎ Lt ŀŘŘǊŜǎǎέΦ ¢ƘŜƴ enter the IP address you picked 
ǘƘŀǘ ƛǎ ƻǳǘǎƛŘŜ ȅƻǳǊ ǊƻǳǘŜǊΩǎ 5I/t ǊŀƴƎŜΦ Do not change the subnet mask. The 
default setting of 255.255.255.0 is correct unless you have a very unusual 
home network.  

ü Then enter your own ǊƻǳǘŜǊΩǎ ŀŘŘǊŜǎǎ ƛƴ ǘƘŜ ά5ŜŦŀǳƭǘ DŀǘŜǿŀȅέ ōƻȄ 
and also in άtǊƛƳŀǊȅ 5b{ Lt ŀŘŘǊŜǎǎέ. 

 IMPORTANT: Do not lŜŀǾŜ ǘƘŜ ά5ŜŦŀǳƭǘ ƎŀǘŜǿŀȅέ ƻǊ άtǊƛƳŀǊȅ 5b{έ 
ŦƛŜƭŘǎ ōƭŀƴƪΦ ¸ƻǳǊ ƻǿƴ ǊƻǳǘŜǊΩǎ Lt ŀŘŘǊŜǎǎ Ƴǳǎǘ ōŜ ŜƴǘŜǊŜŘ ƛƴ ōƻǘƘΦ 

Note that the first 3 groups of digits of your default gateway should be the 
sŀƳŜ ŀǎ ȅƻǳǊ ŎŀƳŜǊŀΩǎ LtΦ ¦ǎǳŀƭƭȅ the last digit is 1, sometimes it is 254.  

Lǘ ƛǎ ǾŜǊȅ ƛƳǇƻǊǘŀƴǘ ǘƻ ŀŘŘ ōƻǘƘ ǘƘŜ ά5ŜŦŀǳƭǘ DŀǘŜǿŀȅέ ŀƴŘ ŀǘ ƭŜŀǎǘ ǘƘŜ 
άtǊƛƳŀǊȅ 5b{έ ŀŘŘǊŜǎǎ ǿƘŜƴ ŀǎǎƛƎƴƛƴƎ ŀ ǎǘŀǘƛŎ ƭƻŎŀƭ LtΦ ²ƘƛƭŜ ǘƘŜ ŎŀƳŜǊŀ ƎŜǘǎ 
this information automatically from the router when using DHCP, the camera 
will not obtain this information if a local IP address is assigned manually. 

For primary/secondary DNS IP address it is also possible to copy the exact 
same IP addresses that are shown for primary/secondary DNS IP in your 
ǊƻǳǘŜǊΩǎ ²!b ƻǊ ǎǘŀǘǳǎ ƳŜƴǳΣ ƻǊ DƻƻƎƭŜΩǎ ǇǳōƭƛŎ 5b{ ǎǳŎƘ ŀǎ уΦуΦуΦу 
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The HTTP port is usually 80. The RTP port range should start at 30000 for your 
first camera. For all additional cameras the start of the range increases by 2, 
for example your 2nd camera would have a starting RTP port of 30002, the 3rd 
camera would have 30004, 4th camera at 30006 etc. The RTP port range ending 
address should always stay at 30200. 

!ǘ ǘƘƛǎ Ǉƻƛƴǘ ƛǘΩǎ ŀ ƎƻƻŘ ƛŘŜŀ ǘƻ ŘƻǳōƭŜ ŎƘŜŎƪ ȅƻǳr settings, and preferable take 
a screenshot or take notes. !ŦǘŜǊ ȅƻǳ ŎƭƛŎƪ ƻƴ ά!ǇǇƭȅέΣ ȅƻǳ need to log in to 
the camera at the address you just picked. Remember to add the http:// in 
front of the IP address, as in http:// 192.168.0.101. If your port is not 80 you 
need to add a colon : and the port number at the end of the IP address, too. 

If there is no response from the camera at the new IP address, please refer to 
the notes or screenshot you took before you applied the new settings.  

If you catch a typo after you applied it, it is possible to recover from this in 2 
ways. You can reset the camera back to factory default settings as described 
towards the end of this manual. Or you can temporarily set up your router 
such that the wrong IP address would work with it. 

If your IP address assignment was successful, from now on, regardless of what 
computers or other devices you have on your own network and regardless of 
the order that you tǳǊƴ ǘƘŜƳ ƻƴ ƻǊ ƻŦŦΣ ȅƻǳǊ ŎŀƳŜǊŀΩǎ Lt ŀŘŘǊess will always be 
the same. However, you have to make sure that you never give the same IP 
address to more than one device. 

http://192.168.0.101/
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Manual Setup Step 2: Configuring your Router to allow 
Remote Access 
 
If your camera was automatically set up with UPnP you would skip this section 
and proceed directly to Step 3: Choosing a name for your camera. 

If you have only 1 camera, it is simplest tƻ ŎƻƴŦƛƎǳǊŜ ȅƻǳǊ ǊƻǳǘŜǊ ǘƻ ǳǎŜ άDMZέ 
ƻǊ ά5ŜŦŀǳƭǘ {ŜǊǾŜǊέ for the camera. This basically means that any request from 
the internet is forwarded to your single camera.  Many of our customers use 
more than one camera so we will explain the port forwarding procedure. 

Special note about the NVG589 router commonly supplied by ATT/UVERSE: In 
ƻǳǊ ŜȄǇŜǊƛŜƴŎŜ ǘƘŀǘ ǎǇŜŎƛŦƛŎ ǊƻǳǘŜǊΩǎ ǇƻǊǘ ŦƻǊǿŀǊŘƛng feature is hopelessly 
ōǊƻƪŜƴΣ ǎƻ ǘƘŜ ƻƴƭȅ ŎƘƻƛŎŜǎ ŀǊŜ ǘƻ ŜƴŀōƭŜ ά5ŜŦŀǳƭǘ {ŜǊǾŜǊέ ǿƘƛŎƘ ǿƻǊƪǎ ŦƻǊ ƻƴŜ 
camera, or to add another router. Please contact us for details. 

Port forwarding is sometimes calƭŜŘ άǾƛǊǘǳŀƭ ǎŜǊǾŜǊέΣ άǳǎŜǊ ŘŜŦƛƴŜŘ ǎŜǊǾƛŎŜέ, or 
άǇƻǊǘ ƳŀǇǇƛƴƎέ ŀƴŘ ƛǎ ŜȄǇƭŀƛƴŜŘ ƛƴ ȅƻǳǊ ǊƻǳǘŜǊΩǎ Ƴŀƴǳŀƭ ƻǊ ƻƴƭƛƴŜ ƘŜƭǇΦ The 
manual is usually available ŦǊƻƳ ǘƘŜ ƳŀƴǳŦŀŎǘǳǊŜǊΩǎ ǘŜŎƘ ǎǳǇǇƻǊǘ ǿŜō ǎƛǘŜΦ 

Typically you need to provide a άǎŜǊǾƛŎŜ nameέ for each group of ports that is 
forwarded. The name could be anyǘƘƛƴƎ ǘƘŀǘ ƛǎƴΩǘ ŀƭǊŜŀŘȅ ǳǎŜŘΣ for example 
άCamмI¢¢tέ ŀƴŘ ά/ŀƳ1RTPέΦ ¢ƘŜƴ ȅƻǳ ǘȅǇƛŎŀƭƭȅ ƴŜŜŘ ǘƻ enter the external 
(public) and internal (host) ports and select either TCP or UDP. For browser 
access to the camera you need to forward public TCP port 8150 to internal 
port (base port) 80. If you have an older LinkSys it may not have a distinction 
between public and private port. Then ȅƻǳΩŘ ƘŀǾŜ ǘƻ ŎƘŀƴƎŜ ȅƻǳǊ ŎŀƳŜǊŀΩǎ 
HTTP port to 8150 in the TCP/IP menu (shown on previous page), and then use 
that port even for local access (for example http://192.168.0.101:8150 ) 

For cell phone access (RTP) you also need to forward UDP ports 30000 and 
30001, however this time the external and internal ports are both the same. 
Your 2nd camera would use TCP port 8151 and UDP ports 30002-30003, the 3rd 
camera would use TCP port 8152 and UDP ports 30004 ς 30005 etc. 

After these settings, your router typically needs to be restarted and then 
ȅƻǳΩǊŜ ǊŜŀŘȅ ǘƻ ǳǎŜ ǘƘŜ ŎŀƳŜǊŀ ƻǾŜǊ ǘƘŜ ƛƴǘŜǊƴŜǘΦ Firǎǘ ȅƻǳ ƴŜŜŘ ȅƻǳǊ ǊƻǳǘŜǊΩǎ 
Lt ŀŘŘǊŜǎǎ ƻƴ ǘƘŜ ƛƴǘŜǊƴŜǘ όǘƘŀǘΩǎ bh¢ ǘƘŜ ƭƻŎŀƭ ŀŘŘǊŜǎǎ ǘƘŀǘ ǎǘŀǊǘǎ ǿƛǘƘ 
мфнΦмсуύΦ ¸ƻǳ Ŏŀƴ ŦƛƴŘ ǘƘƛǎ ŀŘŘǊŜǎǎ ōȅ ƭƻƻƪƛƴƎ ŀǘ ȅƻǳǊ ǊƻǳǘŜǊΩǎ ²!b ƳŜƴǳΣ ƻǊ 
you can use www.checkip.org  

A friend who is outside your local network should then be able to access your 
camera using this IP address and port 8150, as in http://123.45.67.89:8150  

http://192.168.0.101:8150/
http://www.checkip.org/
http://123.45.67.89:8150/
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Setup Step 3: Choosing a Name for your Camera on the 
Internet  
 
So now you should have been able to have a friend see you on your camera. 
²ƛǘƘ ǘȅǇƛŎŀƭ ǊŜǎƛŘŜƴǘƛŀƭ ƛƴǘŜǊƴŜǘ ǎŜǊǾƛŎŜ ȅƻǳǊ ǊƻǳǘŜǊΩǎ Lt ŀŘŘǊŜǎǎ Ŏŀƴ ŎƘŀƴƎŜ 
from time to time. Looking up the current IP address can be inconvenient, and 
buying a static IP address is an unnecessary monthly expense. 

www.no-ip.com ƛǎ ƻƴŜ ƻŦ ǘƘŜ ǊŜŎƻƳƳŜƴŘŜŘ ŎƻƳǇŀƴƛŜǎ ŦƻǊ ά5ȅƴŀƳƛŎ 5b{έ 
service. Also known as DDNS, this is a service that allows your own name to be 
ǳǎŜŘ ŀǎ ŀ ǎǳōǎǘƛǘǳǘŜ ŦƻǊ ǘƘŜ ŎŀƳŜǊŀΩǎ ŜȄǘŜǊƴŀƭ Lt address. Together with 
software in your camera this also makes sure the name for your camera is 
always updated with the correct IP address. 

These DDNS companies are legitimate. TƘŜȅ ŘƻƴΩǘ ǎǇŀƳ ȅƻǳ ŀƴŘ ǘƘŜǊŜΩǎ ƴƻ 
catch, other than the requirement that you log in at least once a month to 
keep your free account active. They also have inexpensive paid annual service. 

First you sign up to create a free account. ²ŜΩƭƭ use www.no-ip.com as an 
example. ¢ƘŜ ά{ƛƎƴ ǳǇέ button leads tƻ ŀ ά/ǊŜŀǘŜ ȅƻǳǊ bƻ-Lt ŀŎŎƻǳƴǘέ ŦƻǊƳΦ  
The free account is sufficient. There is now a shortcut on the account creation 
form to sign ǳǇ ƛƳƳŜŘƛŀǘŜƭȅ ŦƻǊ ƻƴŜ ƘƻǎǘƴŀƳŜΣ ōǳǘ ǘƘŀǘ ǎƘƻǊǘŎǳǘ ŘƻŜǎƴΩǘ 
appear to work for free accounts. 

Once you have an account and once you validated it by responding to their 
ŜƳŀƛƭΣ ƭƻƎ ƛƴ ŀƴŘ ǎŜƭŜŎǘ άIƻǎǘǎκwŜŘƛǊŜŎǘǎέ ƻƴ ǘƘŜ ǘƻǇ ƭŜŦǘ ƻŦ ǘƘŜ ǎŎǊeen, then 
ά!ŘŘ Iƻǎǘέ. For Hostname, pick anything you like as a name for your camera, 
except do not use spaces or punctuation. Use only lower case letters and 
numbers. Then click on the down arrow for the second part of the name. 
There is a whole selection of free domain names you can pick from, as well as 
some that they consider premium names worth paying for. For example, you 
could pick servehttp.com as we have done for our demo cameras. 

Then be sure that only ά5b{ Iƻǎǘ ό!ύέ is selected. 5ƻƴΩǘ ǿƻǊǊȅ ŀōƻǳǘ ǘƘŜ 
ŎǳǊǊŜƴǘ Lt ŀŘŘǊŜǎǎ ŀƴŘ ŘƻƴΩǘ ŎƘŀƴƎŜ ŀƴȅǘƘƛƴƎ ŜƭǎŜΦ /lick ƻƴ ά/ǊŜŀǘŜ Iƻǎǘέ at 
the very bottom ŀƴŘ ȅƻǳΩǊŜ ŘƻƴŜΗ tƭŜŀǎŜ ǿǊƛǘŜ Řƻǿƴ ȅƻǳǊ ŎƻƳǇƭŜte hostname 
as well as the username and password you used for logging in to No-IP.com as 
ȅƻǳΩƭƭ ƴŜŜŘ ƛǘ ŦƻǊ ǘƘŜ ƴŜȄǘ ǎǘŜǇΦ 

DynDNS.com is very similar but is no longer free, so we recommend No-IP.com  

Now proceed to the next section to make sure your name is updated correctly. 

http://www.no-ip.com/
http://www.no-ip.com/
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Setup Step 4: !ÕÔÏÍÁÔÉÃ 5ÐÄÁÔÉÎÇ ÏÆ ÙÏÕÒ #ÁÍÅÒÁȭÓ 
Internet IP A ddress  
 
In the previous step we set up a name for your camera. To make sure that this 
hostname always corresponds to the correct IP address for your camera we 
have to make sure it is updated automatically when there is a change. 

There is no need for client software. Sharx IP cameras have a DDNS menu that 
allows you to enter your hostname information. This DDNS menu is under 
άbŜǘǿƻǊƪέ ƛƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ά{ŜǘǘƛƴƎǎέΦ Be sure to select the correct DDNS 
provider, for instance if you signed up with No-IP.com you should select No-IP 
in the ŎŀƳŜǊŀΩǎ 55b{ menu. 

After you enter your account and hostname information you can go to the 
cameraΩǎ ά{ȅǎǘŜƳέ ƳŜƴǳ ŀǘ ǘƘŜ ǘƻǇ ƻŦ ǘƘŜ {ŜǘǘƛƴƎǎ ǎŎǊŜŜƴ and scroll down to 
the DDNS section to ǎŜŜ ƛŦ ƛǘ ǿƻǊƪŜŘΦ LŦ ƛǘ ǎŀȅǎ ά¦ǇŘŀǘƛƴƎέ ƻǊ ά¦ƴŀǾŀƛƭŀōƭŜέ you 
should double check your account settings. No-IP.com uses your complete 
email address as username, and the password required in this menu is the one 
you created during No-IP account setup. If successful the camera will show you 
the complete external URL for your reference. Note: Only 1 single camera per 
network needs the DDNS setup. This enables access to the entire network. 

Important Notes  about Remote Access 
 

1) If you try to access your own camera(s) from your home using the 
external IP address it may not work. Some internet service providers 
recognize that you are trying to do something that usually ŘƻŜǎƴΩǘ 
make sense. Their routers may block requests that go from your 
network out to the internet and then loop back to your own network. 

Therefore we always recommend that you get in touch with a friend 
to help you test the remote access to your camera from outside your 
own network. Or you can use an iPhone in 3G mode (Wifi turned off) 

2) Once your camera is live on the internet, you should change the admin 
password to something only you would know. {ŜŜ ǘƘŜ ά¦ǎŜǊ 
aŀƴŀƎŜƳŜƴǘέ ƳŜƴǳ ǳƴŘŜǊ ά¢ƻƻƭǎέ section of yoǳǊ ŎŀƳŜǊŀΩǎ 
ά{ŜǘǘƛƴƎǎέ ǎŎǊŜŜƴΦ hƴƭȅ admin can change settings. If you add other 
user names they can only see video without changing anything. 

If you forget your password you can always reset your camera to factory 
settings using the reset procedure shown at the end of this manual. 
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Night Vision Settings  

The SCNC3905, SCNC2900 and other models with infrared (IR) night vision 
have several settings to adjust your preferred night vision. 

The IR [95ǎ Ŏŀƴ ōŜ ǎŜǘ ǘƻ άhƴέ ƻǊ άOŦŦέ. In addition, the ά!ǳǘƻƳŀǘƛŎέ setting 
uses a light sensor on the front of the camera to check ambient light levels to 
turn on the IR LEDs only at night.  

{ƛƳƛƭŀǊƭȅΣ ά.ƭŀŎƪϧ²ƘƛǘŜ aƻŘŜέ Ŏŀƴ ōŜ άhƴέΣ άhŦŦέΣ ƻǊ ά!ǳǘƻέΦ ¢ƘŜ ŘŜŦŀǳƭǘ 
ǎŜǘǘƛƴƎ ƛǎ ά!ǳǘƻέ ǎƻ ǘƘŀǘ ȅƻǳ ƘŀǾŜ ǘƘŜ ƘƛƎƘŜǎǘ ǎŜƴǎƛǘƛǾƛǘȅ ŀǘ ƴƛƎƘǘΦ Sometimes 
you have better picture quality with Black&White Mode άhŦŦέ. IǘΩǎ ǿƻǊǘƘ ŀ ǘǊȅΦ 

The άaƻƻƴƭƛƎƘǘ ƳƻŘŜέ setting tries to boost available light by reducing the 
frame rate. !ǎ ǿƛǘƘ ǘƘŜ Lw [95ǎ ǘƘŜǊŜ ŀǊŜ ǎŜǘǘƛƴƎǎ ŦƻǊ άhƴέΣ άhŦŦέΣ ƻǊ ά!ǳǘƻέΦ  
 
If you are using indoor IR cameras to look through a window, you should set IR 
LEDs to Off.  Otherwise the IR LEDs would reflect off the window glass and the 
glare would make everything almost invisible. aƻƻƴƭƛƎƘǘ ƳƻŘŜ ƻƴ ά!ǳǘƻέ 
might help further, or this might already be set in the hardware. 
 
All our current camera models have a feature that allows beautiful daytime 
colors as well as night vision in total darkness.  5ǳǊƛƴƎ ǘƘŜ ŘŀȅΣ ŀƴ ƻǇǘƛŎŀƭ άLw 
Ŏǳǘ ŦƛƭǘŜǊέ ǊŜƳƻǾŜǎ ŀƭƭ infrared light to make colors look vivid and natural. At 
night, the filter moves out of the optical path to enable IR night vision. You can 
actually hear a click when this filter moves. This happens both during power-
up and when light levels change between day and night. The click is normal.  
 
If you are using the SCNC2900 or SCNC2900P to look through a window, you 
may want to experiment with the IR filter in the automatic position even 
though IR LEDs are set off. Combined with automatic moonlight and automatic 
black & white mode this makes the best use of available street lighting. 
 
For special applications there is also a setting that allows you to keep the IR 
filter fixed either in the on or off position. The normal factory default is 
automatic and this is recommended.  
 
IMPORTANT: For best IR night vision on outdoor cameras please refer to 
page 33 about the sunshade position. Clean lens cover glass also helps extend 
the range and reduces fogginess. Indoor cameras positioned on a desk or 
bookshelf have to be positioned as close to the edge as possible. Otherwise IR 
reflections from the surface in front of the camera would cause a foggy image. 
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Video with Audio using Edge, Chrome, Safari or Firefox  

When using a Mac to view the camera, or when using a PC with any browser 
other than Internet Explorer, the camera tries to figure out the best way to 
display the video. In some cases it will try to launch a plug-in such as Flash 
Player or Quicktime Player to display video with audio. 

Current browsers have the required plug-ins already built in. On older PCs, if 
ȅƻǳ ŘƻƴΩǘ ǿŀƴǘ ǘƻ ǳǎŜ LƴǘŜǊƴŜǘ 9ȄǇƭƻǊŜǊΣ you might need to install Flash Player 
from Adobe.com or Quicktime Player for Windows from Apple.com  

hƴ ōǊƻǿǎŜǊǎ ǘƘŀǘ ǎǳǇǇƻǊǘ ƛǘΣ ƻǳǊ ŎŀƳŜǊŀǎ ǎƘƻǿ ƭƛƴƪǎ ŦƻǊ άtǊƛƳŀǊȅ {ǘǊŜŀƳέ ƻǊ 
ά{ŜŎƻƴŘŀǊȅ ǎǘǊŜŀƳέ ŀǘ ǘƘŜ ǘƻǇ ƻŦ ǘƘŜ ǿƛƴŘƻǿΦ ¢ƘŜ ǎŜŎƻƴŘŀǊȅ ǎǘǊŜŀƳ Ƙŀǎ ŀ 
smaller window and uses a lot less data. You can switch between the streams 
at any time. It will just take a few seconds to restart the new stream. 

 

Please note that it is normal for Quicktime or Flash to show video with a few 
seconds of delay. Quicktime and Flash do this automatically to smooth over 
any network disturbances without causing interruptions in the live stream. 

LŦ ȅƻǳ ŘƻƴΩǘ ƎŜǘ ŀǳŘƛƻΣ ǘǊȅ ǘƘŜ ǎŜŎƻƴŘŀǊȅ ǎǘǊŜŀƳΣ ŀƴŘ ŘƻǳōƭŜ ŎƘŜŎƪ ǘƘŀǘ ȅƻǳ 
did not inadvertently turn down the volume level for your computer. Also 
check the tiny popup Quicktime volume control shown in the pictures below: 

PC Quicktime           Mac Quicktime 

bottom left                        bottom right
    

A few interesting things to note: The Mac version of Quicktime has a double 
arrow icon at the bottom right, next to the volume icon. Clicking the double 
arrows expands your screen to full size. This comes in handy when watching 
one of our high definition cameras. There is also a pause/play icon at the 
bottom left of the window that is useful. HowŜǾŜǊΣ ǘƘŜ ƴŜƎŀǘƛǾŜ άǘƛƳŜ 
ǊŜƳŀƛƴƛƴƎέ ŎƻǳƴǘŘƻǿƴ ŀǘ ǘƘŜ ōƻǘǘƻƳ ǊƛƎƘǘ of Mac Quicktime can be safely 
ƛƎƴƻǊŜŘ ŀǎ ƛǘ ŘƻŜǎƴΩǘ ǊŜŀƭƭȅ ƘŀǾŜ ŀƴȅ ƳŜŀƴƛƴƎ ŦƻǊ ƭƛǾŜ streaming video. 

On PCs some versions of browser plugins might not support full size viewing. 
In that case you could use Internet Explorer, where the square icon at the 
bottom right has the same function of expanding your window to full screen.
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Positioning and Mounting  

The VIPcella series cameras have standard tripod mounts and are compatible 
with regular photo tripods or security camera mounts. If you want to use a 
tripod we recommend the very inexpensive QuantaRay /  SunPak QSX2001, 
which is available for under $25 from photo supply stores. 
 
Indoor cameras: The included desktop stand can also be used for wall or 
ceiling mounting. For some angles you may need to loosen the main mounting 
ring by turning the big flat silver colored screw on the back of the bracket with 
a coin, so that the notch in the mounting ring allows the pin to point in the 
desired direction. You can then tighten it again with the coin. Should any 
mounting position require the image to be rotated 180 degrees (inverted), 
ǘƘŜǊŜ ƛǎ ŀ ǎŜǘǘƛƴƎ ŦƻǊ ǘƘŀǘ ƛƴ ǘƘŜ άŎŀƳŜǊŀ ǎŜǘǳǇέ ƳŜƴǳΦ 
 

                             
 
Outdoor cameras: Before mounting, you should first become familiar with the 
camera indoors. Once installed, cameras cannot be returned for refund. 

Please note that the sunshade can be mounted in several positions depending 
on your needs. If it extends forward it can do a better job reducing glare from 
the sun as well as keeping the lens glass dry in light rain or snow. On the other 
hand, reflections of IR light from the underside of the sunshade would make 
the entire picture appear foggy, so for maximum night vision range you 
should either move the sun shade all the way back or remove it entirely. 

In a typical scenario the camera is mounted to a wall with the supplied 
adjustable mounting bracket. The bracket is usually attached to one of the 3 
mounting points at the bottom of the camera. Additional mounting points are 
usually covered with a removable white rubber plug. Do not try to remove the 
ǎƛƭǾŜǊ ŎƻƭƻǊŜŘ Řƛǎƪ ŀǘ ǘƘŜ ōƻǘǘƻƳ ƻŦ ǘƘŜ ŎŀƳŜǊŀΣ ǘƘŀǘΩǎ ǘƘŜ ƳƛŎǊƻǇƘƻƴŜ ŀƴŘ ŀƴȅ 
ŀǘǘŜƳǇǘ ǘƻ ǊŜƳƻǾŜ ƛǘ ǿƛƭƭ ŘŜǎǘǊƻȅ ǘƘŜ ƳƛŎǊƻǇƘƻƴŜΩǎ ƛƴǘŜǊƴŀƭ ŎƻƴƴŜŎǘƛƻƴΦ 
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The easiest way to mount the outdoor camera to the wall is to mount the 
bracket first, as in this sequence: 

1) Completely loosen the ball joint of the mounting bracket with the 
supplied Allen wrench 

2) Detach the silver mounting rod and top half of the ball joint from the 
bracket base, and secure just the bracket base to the wall by itself 

3) Screw the metal mounting rod into the camera, first hand tighten it, 
then lock it with the white plastic lock wheel 

4) While holding the camera with one hand, re-attach the ball joint, aim 
the camera direction, and tighten ball joint. This way, you never need 
to turn the camera in a direction that would loosen the mounting rod 

!ƭǘŜǊƴŀǘƛǾŜƭȅ ȅƻǳ Ŏŀƴ ǊŜǇƭŀŎŜ ƻƴŜ ƻŦ ǘƘŜ ŎŀƳŜǊŀΩǎ ǎǳƴǎƘƛŜƭŘ ƳƻǳƴǘƛƴƎ ǎŎǊŜǿǎ 
with the special silver hex mounting nut that is supplied in the hardware bag. 
This allows attachment of the mounting bracket from above if you are 
planning to install the camera under an eave or to a ceiling.  

For outdoor cameras a MicroSD card is already pre-installed in the camera. 
The hardware bag includes a full size SD to MicroSD adapter in case you ever 
need to erase/reformat the MicroSD in a computer with an SD card slot. 

Based on feedback we received from customers, the cable connection now 
terminates into a connection box for a neater installation.  You can mount the 
T shaped connection ōƻȄ ǘƻ ǘƘŜ ƛƴǘŜǊƛƻǊ ǎƛŘŜ ƻŦ ŀ ōǳƛƭŘƛƴƎΩǎ ǿŀƭƭ ƛŦ ȅƻǳ ŦŜŜŘ ǘƘŜ 
ǿƛǊŜ ǘƘǊƻǳƎƘ ŀ ҁέ ƘƻƭŜ ƛƴ ǘƘŜ ǿŀll. Or you can keep the connection box 
outdoors, using the weatherproof metal shell that encloses the connection 
box. In that case you would keep the weatherproof silicon gasket on all 
unused connections. We also included a stainless steel bracket for secure 
attachment to a wall. The bracket mounts to the shell with 2 included screws. 

        

Since all our outdoor cameras have the PoE feature, for powering the camera 
you can choose between using the AC aŘŀǇǘŜǊ ƻǊ άǇƻǿŜǊ ƻǾŜǊ ŜǘƘŜǊƴŜǘέ όtƻ9ύΦ
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Please note that the AC adapter cannot be exposed to moisture. If you use the 
AC adapter outdoors, it would have to go into an outdoor power outlet with a 
ŎƻƳǇƭŜǘŜƭȅ ŜƴŎƭƻǎƛƴƎ ŎƻǾŜǊΦ CƻǊ ŜȄŀƳǇƭŜΣ ǎŜŜ ά/ƻŘŜ YŜŜǇŜǊέ ƻǊ ǎƛƳƛƭŀǊ ōǊŀƴŘǎΦ 

If you need more than the length of the power cable on the AC adapter, you 
could skip the AC adapter and instead power the camera with PoE. That would 
allow you to use inexpensive Cat5e network cable to supply power from up to 
300 ft away. Cat5e network cable with the required connectors is available at 
Home Depot in convenient rolls of 15 ft, 25 ft, 50 ft and 100 ft. 

Please note that after initial setup the camera only needs power for wireless 
operation. All other connections are optional (see Appendix for details) 

For wired operation the camera can be either connected with Cat5e network 
cable and AC adapter, or optionally just with a Cat5e cable that is connected to 
an 802.3af PoE compatible switch. We recommend the NetGear GS108PE PoE 
switch or similar, or the single port PSW4824-POE from L-Com.com. See below 
for an illustration showing how the cable from the camera is attached to the 
connection box, and how the connection box can be mounted in the included 
weatherproof shell if it is desired to mount the breakout box outdoors. 

Do not forget to attach the mounting bracket to the shell and to use the 
rubber plugs to cover the screw holes for the neatest installation. 
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Motion Detection or T imed Emails,  DropBox or FTP Upload  
 
¢ƘŜ ŎŀƳŜǊŀ ǊŜŦŜǊǎ ǘƻ Ƴƻǘƛƻƴ ŘŜǘŜŎǘƛƻƴ ŀǎ ŀƴ άŀƭŀǊƳέΦ Lƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ά¢ŀǎƪ 
aŀƴŀƎŜƳŜƴǘέ ƳŜƴǳ ȅƻǳ Ŏŀƴ ǎŜƭŜŎǘ ǿƘŀǘ ȅƻǳ ǿŀƴǘ ǘƘŜ ŎŀƳŜǊŀ ǘƻ Řƻ ƻƴŎŜ 
there is an alarm or once a certain time period has elapsed. 

¢ŀǎƪ м άEmail alarm sendingέ ŀƭƭƻǿǎ ȅƻǳ ǘƻ ǎŜǘ ǳǇ ǘƘŜ ŘŜǘŀƛƭǎ ƻŦ ȅƻǳǊ ŜƳŀƛƭ 
server account and have the camera send you an email with an attached JPEG 
snapshot. This means the camera can alert you on your cell phone with a 
picture when it detects motion. You can also set it up to send you pictures 
automatically every few minutes, or have the camera upload these files to 
DropBox or an FTP server with tasks 2, 3, and 4 respectively. 

One thing to keep in mind when sending pictures to cell phones is that without 
an unlimited data plan you may incur charges by your cell phone carrier for 
each picture, and that wrong settings for sensitivity or motion detection area 
can result in lots of extra emails or DropBox uploads. So we suggest testing it 
with your phone connected to your Wifi first, before you incur data charges. 

The factory default setting for motion detection is a single motion detection 
window covering the entire visible area. ¢ƘŜ άaƻǘƛƻƴ 5ŜǘŜŎǘƛƻƴέ ƳŜƴǳ allows 
you to designate up to 4 separate windows with individually adjustable 
sensitivity, however you should keep this menu at default settings until you 
are more familiar with the more basic setup steps. 

tƭŜŀǎŜ ƴƻǘŜ ǘƘŀǘ ǘƘƛǎ άaƻǘƛƻƴ 5ŜǘŜŎǘƛƻƴέ ƳŜƴǳ ƛǎ ŜƴǘƛǊŜƭȅ ƻǇǘƛƻƴal and is 
generally not used unless you have very specific requirements to treat motion 
on some parts of the screen different from other parts. Please see Appendix C 
for further details on this menu. 

The much more important part of the motion detection setuǇ ƛǎ ƛƴ ǘƘŜ άTask 
Managementέ ƳŜƴǳΣ ǎǇŜŎƛŦƛŎŀƭƭȅ the άEmail alarm sendingέ task. 

For automatic emailing you will need both an outgoing email server and one 
or more receiving email addresses.  For the outgoing server we strongly 
recommend to sign up for a new free Gmail account to be used just by the 
camera for sending emails. Since that account needs specific settings, it should 
be separate from your regular email account where you would receive emails. 

 Following is an example of a proper configuration for using Gmail as the 
outbound server. This can be used send email to any receiving email address 
such as Yahoo, Hotmail, Outlook, or others. 
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Note: Your account on Gmail.com needs the following settings: In the 
άCƻǊǿŀǊŘƛƴƎ ŀƴŘ thtκLa!tέ tab you need to enable POP & disable IMAP. In 
the ά!ŎŎƻǳƴǘǎ ŀƴŘ LƳǇƻǊǘέ tab, you go to άhǘƘŜǊ DƻƻƎƭŜ !ŎŎƻǳƴǘ ǎŜǘǘƛƴƎǎέ 
and in the ά{ƛƎƴƛƴƎ ƛƴ to Googleέ section you would disable άн ǎǘŜǇ 
ǾŜǊƛŦƛŎŀǘƛƻƴέ. IMPORTANT:  ǎŎǊƻƭƭ ŀƭƭ ǘƘŜ ǿŀȅ ǘƻ ǘƘŜ ōƻǘǘƻƳ ƻŦ άSigning in to 
Googleέ and set ά!ŎŎŜǎǎ ŦƻǊ ƭŜǎǎ ǎŜŎǳǊŜ ŀǇǇǎέ to ά!ƭƭƻǿŜŘέ ƻǊ άhƴέ. With 
some browsers, Google hides the setting, requiring a special link to get to it: 

https://www.google.com/settings/security/lesssecureapps  

Note that if you have a typo in any of the above information, the camera 
ǿƻǳƭŘ ƘŀǾŜ ƴƻ ǿŀȅ ǘƻ ƭŜǘ ȅƻǳ ƪƴƻǿ ŀōƻǳǘ ǘƘŀǘΦ ¸ƻǳ Ƨǳǎǘ ǿƻƴΩǘ ƎŜǘ ŜƳŀƛƭǎΦ  To 
ǎǳƳƳŀǊƛȊŜΣ DƳŀƛƭ ǊŜǉǳƛǊŜǎ ǘƘŜ ŦƻƭƭƻǿƛƴƎ ƛƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ŜƳŀƛƭ ǎŜǊǾŜǊ ǎŜǘǳǇΥ 

¶ SMTP server name: smtp.gmail.com 

¶ Port: 465 

¶ Authentication: Yes 

¶ Secure SSL connection: Yes 

¶ Your username must include @gmail.com 

https://www.google.com/settings/security/lesssecureapps
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Other mail servers have their own unique settings and requirements. Some 
web mail services such as Yahoo can typically not be used for sending unless 
you subscribe to optional paid subscriptions like Yahoo PLUS. Any email 
account can be used as a receiving email address, including the same as the 
sending email. You can also have more than 1 receiving email address, up to 3 
total. NOTE: It is easy to have a typo. The SMTP server name never has an @ 
symbol. On the other hand, email addresses must have the @ symbol. 

VERY IMPORTANT: For the gmail account used with the camera, the 
password must not be longer than 22 characters and must not have any 
spaces, punctuation, or foreign characters. Upper case and lower case are 
distinct and must be entered correctly in the camera. To make sure no extra 
ǎǇŀŎŜ ƛǎ ŀŘŘŜŘΣ ƛǘΩǎ ōŜǎǘ ǘƻ ǘȅǇŜ ǘƘŜ ǇŀǎǎǿƻǊŘ ǊŀǘƘŜǊ ǘƘŀƴ ŎǳǘǘƛƴƎ ŀƴŘ ǇŀǎǘƛƴƎΦ 

For ƭŀǊƎŜ ǇƛŎǘǳǊŜǎ ȅƻǳΩŘ ƪŜŜǇ ǘƘŜ ŦŀŎǘƻǊȅ ŘŜŦŀǳƭǘ ǎŜǘǘƛƴƎ ƻŦ ά{ƴŀǇǎƘƻǘ ŦǊƻƳέ 
άtǊƛƳŀǊȅ {ǘǊŜŀƳέΦ CƻǊ smaller pictures you can select ǘƘŜ ά{ŜŎƻƴŘŀǊȅ {ǘǊŜŀƳέΦ 

CƻǊ άLƳŀƎŜ ŦƛƭŜ ƴŀƳŜέ ǿŜ ǊŜŎƻƳƳŜƴŘ ƪŜŜǇƛƴƎ the default όάPAέ for άpicture 
on alarmέ). The rest of the generated file name can include time & date or a 
number. Do not add any file name extension, as .JPG is added automatically. 

¢ƘŜ ά!ƭŀǊƳ LƴǘŜǊǾŀƭ ǘƛƳŜέ ŀƭƭƻǿǎ ȅƻǳ ǘƻ ŘŜǎƛƎƴŀǘŜ ŀ ǘƛƳŜ όƛƴ ǎŜŎƻƴŘǎύ ŘǳǊƛƴƎ 
which new emails are suppressed. To avoid a flood of emails and risk having 
your email account blocked for suspected spamming, this is pre-set to 1800 
seconds to prevent additional emails for at least half an hour. If you need very 
frequent motion detection notifications, you may want to consider using FTP 
or Dropbox uploads instead of email. 

When you are done with choosing settings for the email alarm sending task, 
ȅƻǳ ǿƻǳƭŘ ŎƭƛŎƪ ƻƴ ά!ǇǇƭȅέ ǘƻ ǎŀǾŜ ǘƘŜ ǎŜǘǘƛƴƎǎΣ ǘƘŜƴ ŎƭƛŎƪ ƻƴ ά.ŀŎƪέ ǘƻ ƎŜt 
ōŀŎƪ ǘƻ ǘƘŜ ά¢ŀǎƪ aŀƴŀƎŜƳŜƴǘά menu.  

Now if you want motion detection emails to start, check thŜ ά9ƴŀōƭŜέ 
ŎƘŜŎƪōƻȄ ŦƻǊ ǘƘŜ ά9Ƴŀƛƭ ŀƭŀǊƳ ǎŜƴŘƛƴƎέ ǘŀǎƪΣ ŀƴŘ ŎƭƛŎƪ ƻƴ ά!ǇǇƭȅά ƛƴ ǘƘƛǎ 
Task Management screen. With the task enabled, you should be getting your 
first email shortly after you walk in front of the camera. Then you will not be 
getting additionaƭ ŜƳŀƛƭǎ ǳƴǘƛƭ ǘƘŜ άŀƭŀǊƳ ƛƴǘŜǊǾŀƭ ǘƛƳŜέ ŜƭŀǇǎŜǎ όƘŀƭŦ ŀƴ ƘƻǳǊύΦ 
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If you prefer, you can have the pictures uploaded to DropBox or an FTP server 
instead of an email address. To do this, go to the ά¢ŀǎƪ aŀƴŀƎŜǊέ menu and 
either click on task 3 άC¢t ŀƭŀǊƳ ǎŜƴŘƛƴƎέ or task 4 άC¢t ǇŜǊƛƻŘƛŎ ǎŜƴŘƛƴƎέ, 
depending on whether you want to send images upon motion detection or 
based on elapsed time such as every few minutes. 

Note: Both DropBox and FTP are enabled in the FTP task management menus, 
and in both cases the setup is very similar to the email task management.  

Snapshot From / Duration / Frame Rate / Alarm Interval: These settings are 
identical to the corresponding settings in the email task management menu. 

If you select DropBox in any of the FTP menus, the ά!ǳǘƘƻǊƛȊŀǘƛƻƴέ button 
opens up a new browser tab or window to allow you to enter your DropBox 
ŀŎŎƻǳƴǘ ƛƴŦƻΦ LŦ ȅƻǳ ŘƻƴΩǘ ǎŜŜ ǘƘŜ ƴŜǿ ǘŀō ƻǊ ǿƛƴŘƻǿΣ ǇƭŜŀǎŜ ƳŀƪŜ ǎǳǊŜ ȅƻǳǊ 
browser does not have a popup blocker enabled during this setup.  

If you select FTP instŜŀŘ ƻŦ 5ǊƻǇ.ƻȄΣ ȅƻǳΩƭƭ ƴŜŜŘ ǘƻ Ŧƛƭƭ ƛƴ ǘƘŜ FTP Server Name 
and Port fields. Do not add any extra spaces, and do not add ftp:// or anything 
else in front of the server name or IP. The FTP server port is almost always 21. 

Authentication: Most FTP servers need a username and password which 
ƳŜŀƴǎ ά!ǳǘƘŜƴǘƛŎŀǘƛƻƴέ ǎƘƻǳƭŘ ōŜ ǎŜǘ ǘƻ άYesέΦ aŀƪŜ ǎǳǊŜ ǘƘŜ ǳǎŜǊƴŀƳŜ κ 
password are spelled correctly including all uppercase/lowercase letters. Do 
not use usernames and passwords with spaces or punctuation, or anything 
more than 22 characters long. 

Remote path:  No need to specify a remote path unless you want to keep the 
ŦƛƭŜǎ ƻǊƎŀƴƛȊŜŘ ƛƴǘƻ ŦƻƭŘŜǊǎΦ Lƴ ǘƘŀǘ ŎŀǎŜ ȅƻǳΩŘ ƳŀƪŜ ǎǳǊŜ ǘƘŜ ǎǇŜƭƭƛƴƎ ƻŦ ȅƻǳǊ 
path is identical to the name of the preexisting folder on the server, and that 
your account has read/write/delete rights for that folder. If in doubt, leave the 
ǇŀǘƘ ǘƻǘŀƭƭȅ ōƭŀƴƪ ŀƴŘ ǘƘŜ ŦƛƭŜǎ Ǝƻ ƛƴǘƻ ȅƻǳǊ ŀŎŎƻǳƴǘΩǎ ŘŜŦŀǳƭǘ ŦƻƭŘŜǊΦ 

If you maintain your own web page there is a neat feature available by setting 
the ά{ǳŦŦƛȄ ƻŦ ŦƛƭŜ ƴŀƳŜέ to άbƻƴŜέ. This allows you to upload a file with the 
exact same file name every time there is motion. If you then reference that file 
name in your web page it will always show the latest available picture.  

Please note that the menu option for HTTP task management servers is not 
explained here since HTTP servers are only used by network professionals.  

The following chapters will show even more possibilities for tasks. For 
example, you can use motion detection or time periods to initiate the 
recording of video or snapshots to MicroSD card.  
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Stream Setup and Recording Options  

There are several different ways in which the camera can record video. All 
methods can be used with or without motion detection.  

1) Totally automatic, standalone recording to internal MicroSD card 

2) Totally automatic recording to a network drive (NAS, not USB) 

3) One-click recording on a Windows PC using Internet Explorer 

4) Recording on a PC with software such as BlueIris, LuxRiot, SightHound 

5) Recording on a Mac with software such as EvoCam, SecuritySpy 

aƻǎǘ ŎǳǎǘƻƳŜǊǎ ŎƘƻƻǎŜ ǘƘŜ ŎŀƳŜǊŀΩǎ ǎǘŀƴŘŀƭƻƴŜ ǊŜŎƻǊŘƛƴƎ ǘƻ aƛŎǊƻ{5 ǎƛƴŎŜ 
this option requires no other equipment to be on or even present at the 
camera location, and requires no software purchases or accessories. 

Some customers prefer recording with a computer, even though this would 
require the computer to remain on at all times without being allowed to go to 
sleep or standby. This method allows quicker access to recorded files since 
they are already on the computer without any transfer needed. Also, this is 
typically preferred when displaying or recording multiple cameras. 

For recording, you can generally get good results with the factory default 
settings in the ά{ǘǊŜŀƳ {ŜǘǳǇέ menu. However, we recommend reducing the 
frame rate to 15 fps or 10 fps to stretch the amount of available recording 
time without too much impact on the video quality. Also we recommend 
reducing the bit rate from the default 2048K to 1536K or 1024K. 

IMPORTANT: If you are planning to use more than 1 task enabled in the task 
management menu, or if several cameras are being recorded to a computer, 
or if you plan on continuous live viewing while also recording, or if you are 
ǳǎƛƴƎ ǘƘŜ άǇǊŜ-ǊŜŎƻǊŘέ ŦǳƴŎǘƛƻƴΣ the frame rate should be lowered to 10 fps 
on all streams, with a bit rate of 1024K for the primary stream and 256K for 
the secondary stream. MJPEG quality should always be 50 and snapshot 
quality should always be 90 for both primary and secondary streams. 

Alternately, it is also possible to record from the secondary stream. This is 
especially useful for the most efficient use of storage capacity when doing 
continuous recording, and can also be combined with motion detection 
snapshots so that you have an idea at what times in the continuously recorded 
video the camera detected any motion. 



 

Page 42 

Recording to built -in Micro -SD card 

All Sharx Security cameras come with a Class 10 MicroSD card 16 GB or larger, 
pre-installed and ready to record. 16 GB gives you plenty of storage space for 
motion detection recording of an area that is not too busy all the time. 

If you wish to upgrade the card anyway, please note that any new card must 
first be formatted in a PC or Mac with the free software from www.sdcard.org 
and these options:  FORMAT TYPE = FULL , FORMAT SIZE ADJUSTMENT = ON. 
This takes about half an hour on a 32 GB card. Cards larger than 32 GB require 
a Mac for a second formatting step (see page 55). LŦ ȅƻǳ ŘƻƴΩt have a Mac: 
preformatted  64 GB cards can be purchased from Sharx Security. 

Note: The picture shows the PC version. The Mac 
version of the formatting software has slightly 
ŘƛŦŦŜǊŜƴǘ ǿƻǊŘƛƴƎΦ ¸ƻǳ ǿƻǳƭŘ ŦƛǊǎǘ ŎƭƛŎƪ ƻƴ άhǇǘƛƻƴέ 
ǘƻ ǎŜƭŜŎǘ άLogical Address Adjustment  = YESέ ŀƴŘ 
ǘƘŜƴ ȅƻǳ ǿƻǳƭŘ ǎŜƭŜŎǘ άOverwrite FormatέΦ 

The card slot is on the side of indoor cameras, or behind the lens cover of 
outdoor cameras (see diagram on page 43). When the camera powers up, the 
άSystemέ ǎŎǊŜŜƴ ǎƘƻǿǎ ǘƘŜ ŀǾŀƛƭŀōƭŜ ǎǇŀŎŜΣ ǿƘƛƭŜ ǘƘŜ άStorageέ ƳŜƴǳ ŀƭƭƻǿǎ 
you to browse the contents. The format option in the Storage menu erases 
files but is not a substitute for the required full format prior to first use. 

¢ƘŜ άTask Managementέ ƳŜƴǳ ŀƭƭƻǿǎ ȅƻǳ ǘƻ ŜƴŀōƭŜ continuous or motion 
detection (alarm) recording of video clips or snapshots. 
 

 

http://www.sdcard.org/
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To start recording video with motion detection, all you need to do is to place 
ŀ ŎƘŜŎƪƳŀǊƪ ƻƴ ǘŀǎƪ Іф ƛƴ ǘƘŜ ¢ŀǎƪ aŀƴŀƎŜƳŜƴǘ ƳŜƴǳΣ ŀƴŘ ά!ǇǇƭȅέΦ  
 
If you like to see available options for this task you can click on the blue 
ǳƴŘŜǊƭƛƴŜŘ άRecord to Storage on alarmέ ŀƴŘ ǘƘƛǎ ǿƛƭƭ ƻǇŜƴ ǘhe menu shown 
below. We recommend leaving all options at factory defaults for now, except 
ƳŀȅōŜ ŎƘŀƴƎƛƴƎ ǘƘŜ άwŜŎƻǊŘ ŦǊƻƳέ ƻǇǘƛƻƴ ǘƻ ά{ŜŎƻƴŘŀǊȅ {ǘǊŜŀƳέ ƛŦ ȅƻǳ ǇǊŜŦŜǊ 
to use less storage space with medium resolution files. The details of the 
available streaƳǎ ŀǊŜ ŜȄǇƭŀƛƴŜŘ ƛƴ ŀ ǎŜǇŀǊŀǘŜ ŎƘŀǇǘŜǊ ά{ǘǊŜŀƳ {ŜǘǳǇέ 
 

 
 
The resulting video files ŀǊŜ ƭƛǎǘŜŘ ƛƴ ǘƘŜ άBrowse Storageέ ƳŜƴǳ. Clicking on 
άtƭŀȅέ ŦƻǊ ŀƴȅ ŦƛƭŜ ǿƛƭƭ ŀǘǘŜƳǇǘ ǘƻ ǎǘǊŜŀƳ ǘƘŀǘ ŦƛƭŜ ŦǊƻƳ ǘƘŜ ŎŀƳŜǊŀ ǿƛǘƘ 
minimal startup delay. This works only with fast network connections.  
 
ά5ƻǿƴƭƻŀŘέ ǿƛƭƭ work even with slow network connections as the entire file is 
downloaded before playing starts. Then the file will be opened in the media 
player application that your computer has associated with the .MOV file type, 
for example QuickTime player on Macs or the Movies or Windows Media 
Player on Windows. Older versions of Media Player cannot play the sound. In 
that case you can install the free Apple Quicktime Player for Windows. Shorter 
video clips will download much faster.  
 
If you have many video files you could also disable recording and remove the 
MicroSD card and then access the card directly from your computer (with 
suitable adapter if needed). This is only practical for indoor cameras due to 
easy accessibility of the MicroSD card slot. 
 
Never remove the MicroSD card while recording is active. If any recording task 
is enabled, you should disable recording and wait a few seconds before 
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removing the card. Errors or invalid files caused by removal of the MicroSD 
during recording might require reformatting of the MicroSD card in a 
computer. 
 
To access the MicroSD card slot on outdoor cameras, you may want to wait for 
a day where there is no rain and very low humidity. Then unscrew the entire 
front part of the camera. It is easiest to do it if you take the sunshield off first. 

 

The MicroSD card slot is right under the reset button shown below: 

 

Please be very careful not to touch the lens. The MicroSD slides into the slot 
ŀƴŘ ǘƘŜǊŜ ƛǎ ŀ ǇƻǎƛǘƛǾŜ άŎƭƛŎƪέ ǿƘŜƴ ƛǘ ƛǎ ƭƻŎƪŜŘ ƛƴ ǇƭŀŎŜΦ LŦ ƛǘ ŘƻŜǎƴΩǘ ǿŀƴǘ ǘƻ Ǝƻ 
in effortless it is probably upside down.  

When done, please be careful when screwing the front part back on to make 
sure the threads are engaging nicely. Do not use any tools, hand tight is good 
enough, and please be sure not to flex the camera mount while doing this. 
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Using the camera as a continuous ly recording  DVR 
 
At the highest settings of video quality, recording can take 0.5 ς 1 GB per hour, 
so the standard 16 GB MicroSD card is typically only used for motion detection 
ǊŜŎƻǊŘƛƴƎ όάǊŜŎƻǊŘ ƻƴ ŀƭŀǊƳέύΦ ²ƛǘƘ ƭƻǿŜǊ ǎŜǘǘƛƴƎǎ ƛǘ ƛǎ ŀƭǎƻ ǇǊŀŎǘƛŎŀƭ ǘƻ ǳǎŜ ǘƘŜ 
camera as a continuously recording DVR (Digital Video Recorder). 

For example, iŦ ȅƻǳ ǎŜǘ ǳǇ ǘƘŜ άSecondary Streamέ ƛƴ ǘƘŜ ŎŀƳŜǊŀΩǎ άStream 
Setupέ ƳŜƴǳ to a lower setting such 768 x 432 resolution, a frame rate of 10 
fps, and bit rate of 256K, this allows about 5 days with the standard 16 GB 
card, 3 weeks with an optional 64 GB card, and 6 weeks with a 128 GB card. 

Increased H.264/MPEG4 bit rate improves image sharpness while increased 
frame rate makes motion appear smoother. For continuous recording, a frame 
rate of no more than 15 fps is recommended. 

¢ƻ ŜƴŀōƭŜ 5±w ǊŜŎƻǊŘƛƴƎΣ ŎƭƛŎƪ ƻƴ άRecord to storage continuouslyέ ƛƴ ǘƘŜ 
Task Management menu. For longer recording times we suggest to change the 
άRecord fromέ ǎŜǘǘƛƴƎ ǘƻ ǘƘŜ secondary streamΦ ! άǎǇƭƛǘ ŘǳǊŀǘƛƻƴέ ƻŦ 600 
seconds as shown below will give you files that are 10 minutes long. 

 

¢ƘŜƴ ŎƭƛŎƪ ƻƴ άApplyέ ŀƴŘ άBackέΣ ǘƘŜƴ ŎƘŜŎƪ ǘƘŜ ŎƘŜŎƪōƻȄ ŦƻǊ ǘƘŜ άRecord to 
storage continuouslyέ ¢ŀǎƪΣ ŀƴŘ άApplyέ ŀƎŀƛƴ ǘƻ ŜƴŀōƭŜ ǘƘŜ ǘŀǎƪΦ 

To limit file sizes, video is recorded in individual clips of adjustable size. You 
Ŏŀƴ ǘƘŜƴ ǾƛŜǿ ȅƻǳǊ ŦƛƭŜǎ ƛƴ ǘƘŜ άBrowse Storageέ ƳŜƴǳ. With a split duration 
of 600 seconds there will be 6 files per hour. After the MicroSD card is full or 
the file number limit is reached, the oldest file is automatically deleted.  
 
Alternatively you can also enable recording to a NAS drive as described in the 
next chapter, giving the camera NVR (Network Video Recorder) functionality.  








































